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Introduction

In This Chapter

APM OVEIVIBW ..ot 1
Learning about APM terminology.......cccccovvreiininsinisnsssssssssieons 2
Getting Started With APM...........ccccooviiiiiicicssissse s, 3
APM LICENSING .ot nsnes 7

APM Overview

Application Performance Monitoring for WhatsUp Gold monitors applications across multiple
devices, servers, and systems, providing performance statistics and overall application health,
while alerting on performance degradation and potential problems before they resultin
service outages. Application Performance Monitoring helps IT organizations measure and
guarantee Service Level Agreements (SLAs) and assistsin pinpointing application
performance bottlenecksand pointsoffailure. For moreinformation, see Getting Started with
APM (on page 3) and the Application Performance Monitoring for WhatsUp Gold Getting Started
Guide (http://www.whatsupgold.com/WUGAPM_162GSG).

o
Note: This feature is available with WhatsUp Gold Premium Edition only. To update your
license, visit the WhatsUp Customer Portal (http://www.whatsupgold.com/wugCustPortal).

Each application monitored by Application Performance Monitoring is comprised of a
collection of individual componentsas defined in the application profile. This application
profileis then applied to a WhatsUp Gold device, creating an application instance.

The following are some examples of application types that the WhatsUp Gold Application
Performance Monitoring plug-in supports:

8 Apache 8 Microsoft Server2008
Cisco Unified Communications Manager § Microsoft Server2003
IS 7.X § Microsoft Active Directory/Domain
Controller
Ipswitch WhatsUp Gold § Microsoft SQL Server2008
Ipswitch iMail § Microsoft SQL Server2012
Microsoft Exchange 2010 §  Microsoft SQL 2005
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8 Microsoft Exchange 2007 §  Microsoft SharePoint2010
8  Microsoft Hyper-V Server 2008-2012 § Oracle11G

Application Performance Monitoringis licensed on a per-componentbasis, meaning that
each component monitoreduses onelicense. A license is also required for adiscrete
application, which is an application that acts as acomponent of another application.

Learning about APM terminology

Thefollowing terms are used throughout Application Performance Monitoring:

8 Application Type. Groups application profiles, instances, and components by the
type of application (e.g. SQL Server, lIS, Windows 2008 Server). After profiles,
instances, and componentsare configured for an application, you will begin
monitoring information about applicationhealth.

- - All Applications (2)
- - B wicrosoft Hyper-v (1) Application type
- & BHpervil)  Profile
-+~ Il B_Hyperv Instance
[l Disk Utilization Using SNMP/virtusl Component
By} Printing (1)
3 ; ATLPrinters_Profile {1)
- . HP_Printer (QA Area)
. prtMarkersuppliesLeve
. pritMarkerstatus

§ Application Profile. An application profile is a blueprint for monitoringa given type
of application within Application Performance Monitoring. It defines the collection of
components and distinct applications thatreflect the health and status of a specific
type ofapplication. An application instance is created fromthe application profile by
associating it with the actual devices that hostthe components of the application as
defined by the application profile. Changes to the application profile are inherited by
all of the instances createdfrom the profile. Changes in the profile are notinherited
by overridden fields.

§ Application Instance. An applicationinstanceis arunning copy of an application
profile that monitorsthe defined collection of components, distinct applications, and
thresholds necessary to define the healthand performance of a given type of
application. An application instance can extend the application profile by adding
components, component groups, or discrete applications. The application profile is
not changed when an application instance is extended.

§ Component. A componentisasingle data point thatis collected as part ofan
application profile. Example: CPU Utilization.

§ Critical component. A critical componentis acomponent thatimpactsthe statusofan
applicationinstance. As aresult, a critical component thatgoes into the down state,
causes the application instance to go into the down state. However, ifa non-critical
component goes into adown state, the applicationinstance goes into awarning state
and only the componentindicatesbeing in the down state.
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§ Critical component group. A criticalcomponent groupis agroupingofcomponents
that contains specific logic to allow for complex evaluation of the up/down state of an
application. For example, given four componentsA,B,Cand D, the following logic can be
applied,sothatif A and B are down or C and D are down the application is placed into the
down state. ((A and B) or (Cand D)). Critical component groups are alwaysconsidered
“critical", in that if a critical component group is evaluated to be in the down state, the
entire applicationisin the down state.

§ Application. Anapplication is made up of one or more programsrunning on one or
more monitoredsystems.

§ Simpleapplication. A simple application is an application thatis not dependent on
another application to run. Example: Microsoft Server 2008 R2.

§ Complex application. A complexapplication is an application configured to be
dependent on one or more applicationsto run.Example: WhatsUp Gold (requires lISand
SQL Server).

§ Discrete application. A discrete application is an application upon which acomplex
application has adependency. For example, lISand SQL Server are discrete applications
on which the complexapplication WhatsUp Gold is dependent. A discrete application is
used when you are monitoringa complexapplication.

Getting Started with APM

Configuring Application Performance Monitoring to monitoran application is a simple
process that startswith selecting a profile that captures the data pointsnecessary to
understandthe performance, health,and status of a given type of application. The
application profile groups the components, discrete applications, andassociated thresholds
necessary to capture the data points into a blueprintthat can be used to create individual
applicationinstances. Theseinstances actively monitoryourapplications.

Ipswitch provides a selection of profiles for use with Application Performance Monitoring
which are available in the Application Performance Monitoringinstallation, or by download
from the WUGSpace Community (http://www.whatsupgold.com/WUGProfilesInfo). You can also
create your own application profiles which can be shared on the WUGSpace Community
(http://www.whatsupgold.com/WUGProfilesinfo).

Afteryou have the necessary profiles, youcan use Application Performance Monitoring to
automatically discover your applications and create instances for each discovered
application, or you may chooseto manually create and modify instances individually before
you begin monitoring.

Thefollowing flowcharts representthe typical process of settingup an application to be
monitored with APM:

§ Application Profile Workflow (on page 4)
§ Application Component Workflow (on page 6)
§ Action Policy Workflow (on page 7)
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For more information, see the Application Performance Monitoring for WhatsUp Gold Getting
Started Guide (http://www.whatsupgold.com/WUGAPM_162GSG).

Application Profiles

Refer to the table below for step-by-step instructions for each configuration processin the

flow chart.

Determine which
applimation to
manitor

Frofile
awailab e
locally’?

Profile gvailable
on WUGspace?

es

Impon application
profile

h

o |Select an application

Create Application Profile
Import Application Profile

Discover Applications

~

Create applicEtion
profile

Frofile requires
maodification?

es

"1 profileto monitor [

Dismwer
applicatioms

+ Y h 4
MWodify application > Testappliction »| Crestelnstances
profile profile mmponents

Discovering applications

Creating a new application profile (on page 20)

o

End

Importing and downloading application profiles (on page 29)

N
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Modify Application Profile  Adding components to an application profile (on page 22)

Adding critical component groups to an application profile (on
page 24)

Adding discrete applications to an application profile (on page 26)
Test Application Profile Testing components (on page 37)

Create Instance Creating an application instance (on page 124)
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Application Components

Refer to the table below for step-by-step instructions for each configuration processin the

flow chart.

Create critical
component group

fies

Add Components

Determine which
companents to add

Add components

eed critica
component
group?

Wi

15 this
a camplex

Add application to

profile —  Test components

N

(— End -\I

e

Adding components (on page 35)

Create Critical Component Adding critical component groups to an application profile (on

Group

Add Application

page 24)

Adding critical component groups to an application instance
(onpage 133)

Adding discrete applications to an application profile (on page
26)
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Test Components Testing components (on page 37)

Action Policies

Refer to the table below for step-by-step instructions for each configuration processin the
flow chart.

Create action policy

Mecessary
actions
available?

o Create action

Create blackout

palicy

N G—

S
Create Action Policy Creating an action policy (on page 139)
Create Action Creating an action (on page 145)
Create Blackout Policy Creating a blackout policy (on page 158)

APM licensing

Application Performance Monitoringis installed during the WhatsUp Gold installation. Your
license determines whether the Application Performance Monitoring plug-in is available in
WhatsUp Gold. To update yourlicense for Application Performance Monitoring, visit the
WhatsUp Customer Portal (http://www.whatsupgold.com/wugCustPortal). Application
Performance Monitoring is licensed on a per-component basis. This meansthat each
component that makesup an application instance uses onelicense, since they are each


http://www.whatsupgold.com/wugCustPortal

Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

individual componentsof the application instance. For more information on Application
Performance Monitoring licensing or to upgrade your license, click Details during the
application setup process.



Application Discovery

In This Chapter

Discovering apPliCALIONS.........c.cccvrrniiniesses s 9

Discovering applications

You can discover applications on and create application instancesfor devices previously
added to WhatsUp Gold using APM. To be discoverable, an application must have at least one
discoverable service or processcomponentassociatedwith its profile.

'@ Important:Ensure the Use in discovery option is selected when adding or editing Windows
service or process components within the application profile.



APM configuration
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Viewing application performance configuration

The Application Performance Monitoring configuration page allows you to view detailed
information about the application profiles currently in use as wellas a summary of
components, instances, and action policies active for each profile. From here, youcan selecta
specific application profile to view and/or edit.

To access the Application Performance Monitoring Status page,go to APM > Configuration
page.

Onthe left of the Configuration page, the Application tree providesa way to determine the
scope ofthe data provided in the right-hand content pane, as wellas to provide the status of
instances and components. The tree has arootthatprovidesinformation on All Applications
configured for Application Performance Monitoring. Belowthis root, if configured, there are
threelevels:

§ Application Type. Groups application profiles, instances, and components by the
type of application (e.g. SQL Server, IIS, Windows 2008 Server).

10
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§ Profile. Groups theinstances and components by the profile used to create the
individualinstance. Where the data points being monitored are differentbetween
two versions of the same application, there may be separate application profiles for
eachversion.

§ Instance. Groups the components usedto monitor the individual data points
described inthe profile.

To configure Application Profiles, see Working with application profiles (on page 20).

Discovering applications using application profiles

Todiscover applications using an application profile:

1 FromtheWhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

2 Select an application profile from the navigation tree.

11
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3 Click Discover Applications. A navigation tree appears mirroringyourWhatsUp Gold

device list which displays dynamic groupsand discovery scans.

4 Discover Applications E

4 Selectthe groups and/or devices for which you want to discover applications by clicking
the applicable check boxes in the navigation tree.
Configuration > Application Discovery

Application Discovery: Select Devices

License summary: 18 active components of 10,000 available Details

Selected application profiles: 1

Select Devices

b

bk

(]

OO0 00O

(]

All devices (dynamic group)

All reuters (dynamic group)
Dynamic Group Examples

Layer 2 Maps

My PC Group

RangeScan (2/07/2013 02:19:35 PM)
RangeScan (2/07/2013 02:42:33 PM)

Smartscan (20772013 08:0%:56 P

5 Click Discover applications. The Application Discovery: DiscoveryResults page
appears.

Discovering applications by application type

Todiscover applications using an application type:
1 Selectan application type from the navigationtree.

12
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2 Select Discover applications from the Options menu to the right of an existing
application profile displayed in the list. A navigation tree appears mirroring your
WhatsUp Gold device list which displays dynamic groupsand discovery scans.

Y  ActionPolicy Y
i {HDHE] . |:|F|ti_|:|r'|5 -

0 (none) | Qptiohs -
: .| MNew instanice
Displaying
| View
Export
Publish
Copy
Delete

Discover applications

3 Selectthe groups and/or devices for which you want to discover applications by clicking
the applicable check boxes in the navigation tree.

4  Click Discover applications. The Application Discovery: DiscoveryResults page
appears.

Discovering applications for multiple application
profiles

Todiscover applications for multiple application profiles by application type:
1 Selectan application typeinthe navigation tree.
2 Click one or more check boxes to the left of the application profiles displayed in the list.

13
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3 Click Discover applications from the For selected menu at the upper-left corner of the
list.

For zelected + | Import =
Export to Disk rop it here to gro
Delete

Discover applications
[ B Lcthve Lire Controller (2002
—_d

v a Actrve Directory Controller (2008

4 If adialogappears indicating, "Some of the Application Profiles you selected do not have
discoverable components and will not be included in the search.”, click OK. A navigation
tree appears mirroring your WhatsUp Gold device list which shows dynamic groups and

discovery scans.

5 Selectthe groupsand/or devices for which you want to discover applications by clicking
the applicable check boxes in the navigation tree.

6 Click Discover applications. The Application Discovery: DiscoveryResults page
appears.

After applications are discovered by APM, use the list of newly discovered applicationsto
select which ones to monitor and subsequently create application instances.

You can also discover applications for multiple application profilesfrom the All Applications
page using the Discover Applications button.

Todiscover applications for multiple application profiles using the Discover
Application button:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration.The All Application
Profiles page appears.

14
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2 Click toselect the box to the left of an application profile to include the application
profile in application discovery.

Configuration > All Application Profiles
All Application Profiles

License y: 11 active I of 200 available Details

For selected = | Import = |

Drag a column header and drop it here to group by that column

C |Appliﬁnion Y| Type a Y

‘ Unified Communications Manager e Cisco Systems
{CuUcmy

[T | & Citrix NetScaler Appliance Health j Citrix
Monitor
[T | & Citrix XenApp for V5 j Citrix

3 Afteryou have selected the desired application profiles, click Discover Applications. If
a dialog appears indicating, "Some of the Application Profiles you selected do not have
discoverable components and will not be included in the search.”, click OK. A navigation
tree appears mirroring your WhatsUp Gold device list which shows dynamic groups and
discovery scans.

4 Selectthe groups and/or devices for which you want to discover applications by clicking
the applicable check boxes in the navigation tree.

5 Click Discover applications. The Application Discovery: DiscoveryResults page
appears.

6 Afterapplications are discovered by APM, use the list of newly discovered applications
to select which ones to monitor and subsequently create application instances.

Monitoring newly-discovered applications

To monitor newly-discovered applications:

1 Identify an application on the list you want to begin monitoringand click Start
monitoring.

15
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A Start Monitoring Application dialog appears and APM automatically begins testing the

16
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L

2 Usethe Start Monitoring Application dialog to make any desired changesto the

application profile components.

Start Monitoring Application
dar QL Server 2008 on 58
chon | Mo Action Policy) -
TEST T EDL 30 ELON & Test Components
Enabled = Component Target Waming Threshold Diown Threshold
4 B Access Methods: Full scans'se
a Status: Up, Polled Value D
4 B Bulfer Manager: Buffer cache hit ralio o
@ Stetus: Up. Polled Value 100
¥  Buffer Manager: Free pages
& stetusr Up, Pedled Value 273
v N Bulfer Manager: Lazy writes/sec
@ Sratus: Up, Polled Yalue 0
4 & Buffer Manager Page [fe expectancy
@ ststus: Up, Polled Value 2630436
i B Butfer Manager -'-':_,elrn:. €
@ Status: Up, Polled Value: 0
4 N Buffer Manager: Page wiites/s
& Status: Up, Polled Value: 0
4 o Diatabases: Diata File(s) Size (KB

R onision il Pl U alas

ATREARD

instance you are creating. The dialog contains the following information:

a)
b)

c)

d)

Name. Use this boxto modify the default name of the application instance.

Action Policy. Use this list to select an action policy to be applied to the application

instance.

TEST Timeout. Use this box to indicate how long a component test should runprior

to timeout.

Test Components. Use this button to immediately initiate componenttesting.

Enabled. Use these check boxes to enable or disable individual components for the

Application instance.

Warning Threshold. Use this box to indicate when APM reports the component is

experiencing aproblem.

Down Threshold. Use this boxto indicate when APM reports the componentas

'‘Down’.

17
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3 Click Finish to save the application instance.
4 Closethedialog toreturn to the Application Discovery: Discovery Results page.

l._" jon Perfor Moni Status comgfr'aﬁénn' Actigns

<~ All Apphcation Profiles 001

Configuiption » »* Micropoft S01 Server = 501 Server 2008
=l S Sarvar ) =

o B P Munitse 21 SQL Server 2008
o Wersion L3
= MM P Honloe Type Microcoft SQL Server
W Q5 P Mbervior Diescnpbon Migrosolt SOL Server 2008
i B Torvwiich WhatsUp Gead Ak Raly. Anang
| Componeras »
— @ Wnatslp Gold &0 ) Facihen chmponats cver] Inianes
- i Mtrocott Hyp e 5] Licensing {APM botel: 5T active companents of 10,000 ssleble) Oetmls
i
g e [ i
| -
- Apphication Irstances
- CRRERS - ...
a e b @ '
Ll T ¥| o T o | Action ety |
'] T
tnns] Optice »

& e Daplming tems L L1

5 Repeatas neededto create additional application instances.

Understanding applications

An application is made up of one or more programsrunning on one or more monitored
systems. Applicationscan be one of three types:

§8 SimpleApplication. Asimple application is an application that is not dependenton
another application to run. Example: Microsoft Server2008 R2.

§ Complex Application. Acomplex application is an application configured to be
dependent on one or more applicationsto run.Example: WhatsUp Gold (requires IIS
and SQL Server).

§ Discrete Application. A discrete applicationis an application upon which acomplex
application has adependency. For example, lISand SQL Server are discrete
applications on which the complexapplication WhatsUp Gold is dependent. A
discrete application is used when you are monitoringa complexapplication.

For example, if you want to use Application Performance Monitoring to monitor WhatsUp
Gold, create an application instance of WhatsUp Gold and add applications that WhatsUp
Gold uses, such as SQL Server and lIS as components to the applicationinstance.

]

Note: Each application component (SQL Server and IIS) uses one licenseeach since they are
eachindividual components of an application instance (in this example, WhatsUp Gold).

18
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WhatsUp Gold

(Complex Application)

s ™
Application Component // \\\ Application Component
1 license ~, 1license
/ \

i

SQL Server 11S

Discrete Application Discrete Application

Learn more about APM terminology (on page 2)

Configuring Application Performance Monitoring to
monitor applications

The following table details the objects that you can modify to apply to yourspecific needs.

Type Configurable?
Application Type No
Application profile No, if Ipswitch provided.
Yes, if user-created.
Application instance Yes, all values are configurable.
Inherited component No, but certaininherited component values can be overridden.
Stand-alone component Yes, all values are configurable.
Inherited component group Only name and description.

Stand-alone component group Yes, all values are configurable.

Inherited discrete application No, butcertaininherited component values can be overriddenin
eachinstance.

Stand-alone discrete application | Yes, all values are configurable.

19
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Working with application profiles

Use the All Application Profiles page to configure new or existing application profiles. Learn
more about APM terminology (on page 2).

To access the All Application Profiles page from the WhatsUp Gold web interface, go to APM
> Configuration.

From the All Application Profiles page:

§
§
§

Click Add Application Profile to create a new application profile (on page 20).
Click Import to import an application profile into APM (on page 29).

Select New Instance from the Options list associated with an application profile to
create an instance from that profile (on page 124).

Select Edit from the Options list associatedwith an application profile to edit the
selected application profile (on page 124).

Select Export from the Options list associated with an application profile to export an
application profile (on page 32).

Select Publish from the Options list associated with an application profile to publish
an application profile to the WUGSpace Community forums (on page 33).

Select Copy from the Options list associated with an application profile to create a
copy ofthe selected application profile.

Select Delete from the Options list associated with an application profile to remove
an application profile.

Note: Basic application profiles that are downloaded with Application Performance
Monitoring cannot be deleted.

Creating anew application profile

Tocreate a new application profile in APM:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.
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2 IntheAll Application Profiles navigationtree, click the application type for which you
want to create a profile. The Configuration page for thatapplicationtype appears.

3 Click Add Application Profile. The Configure New Application Profile page appears.

(APM total: 4 active components of 10,000 available) Details

Drag a column header and drop it here to group by that column

[ | Application Y | Description Y | Components T | Instances Y | Action Policy T
[ & B HypeV 2 1 inone) Options *
£r 110 = Displaying items1 -1 of 1

4 Enterorselect the appropriate information:
§ Name. Enter aunique name for the application profile.
§ Version. Enter aversion numberfor the applicationprofile.
§ Type. Select the type of application from the list of preconfiguredapplicationstypes.
§ Description. (Optional) Enter additionalinformation about the application profile.
§ Action Policy. Select an action policy for the application profile.
§ TEST Device. Click browse(...) to select a device to test the application profile settings.
Configuration = B9 Microsoft Hyper-V > Configure New Application Profile
Mame MS Windows Test Box
Version 10
Type Microsoft Hyper-V -
Action Policy BrettHyperVActionPolicy _:i
0 active components over 0 instances
Licensing (APM totak 6 active components of 10,000 available] Details
EST Device TL-ID2 = (Test devices are not saved to application profiles
TEST Timeout 30 seconds

Components

For selected Expand all Collapse al ﬂ Add critical compenent group H Add application = a Test all
¥ Add components..

Component Y | Polling Frequency T | Critical W | Thresholds Device

Mo records to display

£
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o
Note: Clicking browse(...) allows you to test the configuration settings of an application
profile, but does not save the device to the application profile.

5 (Optional) Click Add components to add a component to the application profile (on page
22).

6 (Optional)Click Add critical component group to add acritical component group to the
application profile (on page 24).

7 (Optional) Click Add application to add a discrete application to the application profile

(on page 26).

(Optional) Click Test all to test all of the components addedto the application profile.

Click Save to save your changes or click Save and Close to complete your changes.

©

Adding components to an application profile

Acomponentis asingle data point that is collected as part of an application profile. For
example, the CPU Utilization component.

APM is licensed on a per-component basis, meaning thateach component monitored uses
one license. However, adding components to an application profile does not consume a
license. A license is only consumed when a component is used by an application instance (on
page 124). Learn more about APM terminology (on page 2).

o
Note: Applications as awhole can be components of another application (i.e. complex
application).

Toadd a component to an existing application profile:

1 FromtheWhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

2 Select the application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Inthe Componentssection, click Add components.

Components

Forselected = | s Bxpandall | == Collapseall /3 ~odcomesnems i Additical component group | [B§, Add application « | @ Testal

il |Cm-,mmt ?rm'rw ‘r}mumh |n-.n.r.i== |

No records to dispiay,
@

Concel | save | (EEEEENTEN
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]he Component Library appears.

Add Components

= Component Library
» o CPU Utilization
b @ Database Query
¢ 2 Disk Utilization
» @ Memory Utilization
* s Metwaork Port Check
v [l Process Check
v \;ﬁ' scripting
» @ Service Check
B SNMP

¢ ‘SSH

B WMI

4  Click the arrow next to acomponent category to expand,then specify the number of

that component you want to add by either entering a numberinto the boxor by clicking

the up and down arrows next to the component.

m Note: You canadd upto 10 components atatime to an application profile. If you need more
than 10 components, click Add components again to add more components.
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5 Click Add selected.

6 (Optional) Select a specific device on which to test the component(otherthan the test
device associated with the application profile) and click Test.

TEST Device ATLIDZ

7 Enterorselect the appropriate information into each of the component boxes. Formore
information about configuring specificcomponents, see Componentbox configuration
options.

8 Click Save to save your changes or click Save and Close to complete your changes.

Adding critical component groups to an application profile

There must be at least two components included in a critical component group. For more
information, see Working with critical component groups (on page 130).

Toadd a critical component group to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.
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2 Selectthe application profile for which you want to add a critical component group,
then click Edit/View Application Profile. The Components list appears.

In the Componentssection, click Add critical component group.
€@ Add critical companent group

3

The Critical Component Group information appeatrs.

- Uﬁw - n = 100% Duration 20 Minu L .

Cemponent Group

Name iCriticai Companent Group |

Description

#

State Configuration
I

Select a component = | Down E] And _ f @ 'I

Component group is down when <Select a component> = Down

Enter or select the appropriate information:

Name. Enter aunique name for the critical componentgroup.
Description. (Optional) Enter additional information about the critical component group.

w W W N

State Configuration. Select a configurationfor the critical componentgroup. For
example, if CPU Utilization component is down and the Disk Utilization componentis

25



Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

down, then the component group is down.

State Configuration
i

CPU Utilization Using SNMP/ Virtual [«] = | iy EI |And@ > - R® ||
-'Dis.k Utilization Using SNMP NVirtual IEI = | Down [E” |F"T

Then = |the component group 15 down (and therefore, the application is down],

Component group is down when
{ CPU Utilization Using SNMBE/¥irtuzal = Down And Disk Utilization Using SNMPVirtual = Down )

5 Click Save to save your changes or click Save and Close to complete your changes.

Learn more about APM terminology (on page 2)

Adding discrete applications to an application profile

Adiscrete application is an application upon which acomplexapplication has a dependency.
Forexample, IIS and SQL Server are discrete applications on which the complexapplication
WhatsUp Gold is dependent. A discrete applicationis used when you are monitoring a
complexapplication. Learn more about APM terminology (on page 2).

Toadd a discrete application to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a critical component group,
thenclick Edit/View Application Profile. The Components list appears.

3 Inthe Componentssection, click Add application, then select an application profile
type fromthelist.

I3 Add application + |
| @ File Server o
| @ Ipswitch WhatsUp Gold
| % Microsoft Hyper-V
> Microsoft SQL Server
By Microsoft Windows

& Printing
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The discrete application appears in the Components section.

Pl BT Microsoft Hyper-V No Test : Options = ]

MName hiic{csuﬂ-H}'per\-V

Description

Critical

Enter or select the appropriate information:

Name. Enter aunique name for the discrete application.
Description. (Optional) Enter additional information about the discrete application.

Critical. Select this option if the discrete application is critical.
Click Save to save your changes or click Save and Close to complete your changes.

gl o w W N
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Setting up a WUGSpace user account

All WhatsUp Gold APM online interactions, such as downloading or sharing profiles, are done
in the context of a WUGSpace Community (http://www.whatsupgold.com/WUGProfilesInfo)
user, therefore the firstthing WhatsUp Gold userssee when trying to download, import, or
publish an application profile is the WUGSpace login screen.

VUG

Sign In

Hot a member ?
Fedisters

Ermail Address:

Passwiord:

T Remember Me

Sign In

Thelogin screen provides an optionto register if you have not previously been a part of the
WUGSpace Community (http://www.whatsupgold.com/WUGProfilesinfo). The registration
process is completed outside of WhatsUp Gold on the WUGSpace Community
(http://www.whatsupgold.com/WUGProfilesinfo) website. The registration processgenerates
an email to verify before completing the registrationand acquiringa new account. Follow the
onscreen instructionsto complete the process.

After the WUGSpace Community registration is complete, youcan login to the community via
the WhatsUp Gold application dialog when prompted.

Storing your WUGSpace Community password in WhatsUp Gold

If preferred, you can manage andsave your WUGSpace Community user credentialsin the
Admin > Preferences dialog. If your enter yourcommunity credentialsin this dialog, they
will be saved and used to automatically log into the community each time you download,
import, or publish application profiles in WhatsUp Gold ApplicationPerformance Monitoring.
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To store you WUGSpace Community password:

1 AccessthePreferences dialog, go to Admin>Preferences. The Preference foradmin
dialog appears.

Change your password. | 1 show Geling Stared Pane

Refresh intervals

Dashboard report
|120

AN intervals shown in Seconds
Full report Dievices list

!mu [r20

IEI] '] records per page for long reports by defaulf

r Collapse legends on split second graph dashboard reporis

Check every: (seconds)
¥ Enatie web alarms 120
Show popups on.. M Dashboard reparts
W Device st W Full reports

WUGSpace Communi
i

OK Cancel

2 Enteryour WUGSpace Community user credentials, thenclick OK.

WIUGSpace Communi

Communily crederdials

Email addrass: Password

l I

oK Cancel

Importing and downloading application profiles

Application Performance Monitoring (APM) works seamlessly with the WUGSpace Community
(http://www.whatsupgold.com/WUGProfilesinfo) to promote application profile sharing with
members of the community. Importingadds the profile(s) directly to the WhatsUp Gold
database and downloading storesthe profile(s) on the local drive for future importor
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inspection. Profiles that are imported/downloadedinto WhatsUp Gold are stored in an XML

file. Application profiles that are released by Ipswitch are identified with the # iconand
cannnot be modified.

In order to import or download application profiles from the WUGSpace Community forums,
you need aninternet connection anda WUGSpace user account. For more information see,
Setting up a WUGSpace user account (on page 28).

The following import and download steps are included below:
§8 Importapplication profiles into APM from the WUGSpace Community
(http://www.whatsupgold.com/WUGProfilesinfo) forums

8 Download application profiles to your computerfrom the WUGSpace Community
(http://www.whatsupgold.com/WUGProfilesinfo) forums

§ Importcustomized application profiles into APM from your computer (disk)

Toimport an application profile into APM from the WUGSpace Community:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.
2 Click All Application Profiles.

3 Click Import > From Community.

Impert -
g From Disk

3 From Community

If required, enter your WUGSpace credentials, thenclick Sign In. The Import Profiles
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age appears.
Import Profites x
|« App Type %
| [ Bfheme Y] T | paig T|Voon F|Cume T |OeComat  T|
» App Type: Ipswitch File Transfer 3
] [ =] ‘ MOVER DMZ Tx Ipswateh File Transfes i0 Rene Delbe 117272012 11:04 AM
b 2] | @ WS_FTP Server6i-75 Ipswitch File Transfes x 5 10 Tpswateh Ine. 10/2/2012 11:39 &AM
~ App Type Ipswatch Messaging
3 s ®Mail 115122 Ipswitch Messaging 1 10 Tpswitch Inc, 100372012 11:37 AM s
~ App Type: Ipswitch WhatsUp Gald
v [ | @@ Whatslip Gold vl 5 Ipswitch ‘WhetsUp Gold i \ 10 Ipswitch Ine, 8715/2012 4:12 PM
] [ s WhatsUp Gald 160 Ipswitch Whatslp Geld 10 Ipswiteh bne. 8/15/2012 4416 PM LS
~ App Type: Micrasaft Active Directory —
» [ | @ Active Directory Controlier Microsoft Active Directery | il 10 Ipswitch Inc. 37152012 3:55 PM
{2003
» [ i Active Diectory Controller Miceosalt Active Diteetery iy ey 10 Ipswiteh Ine. 87152012 3:57 PM
= XA -

£2| Mo 1{203 10 ~]p Displaying tems 11 - 20 of 2

Click to select the check box for each profile you would like to upload, then click Import
Selected.

The selected application profile(s) importinto APM and are available underthe All
Application Profiles tree on the configuration page.

Todownload an application profile to your computer from the WUGSpace Community:

1

2

From the WhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

Click All Application Profiles.

Click Import > From Community. If required, enter your WUGSpace credentials, then
click SignIn. The Import Profiles page appears.

Click to select the check box for each profile you would like to download, then click
Download Selected to download the application profile to your computer.
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The selected application profile(s) downloadsto the localcomputer.

5 Toimporttheapplication profile downloaded on your computer, go to the stepsTo
import an application profile into APM from your computer.

Toimport an application profile into APM from your computer:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Click All Application Profiles.
3 Click Import > From Disk, then click Select.
4 Navigate to the profile .xml file on the system, then click Open. The application profile

importsinto APM.

Exporting an application profile

Application Performance Monitoring (APM) allows you to export your application profiles to
your computer (disk). If an online connection to the internetis unavailable, thenapplication
profile XML files can be exported and imported to and fromalocal hard drive.

Toexport an application profile from APM:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Click All Application Profiles.

3 Fromthelist of application profiles, select the profile you want to publish, then click
Options > Export.
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The Export option triggersthe browserto downloadthe .xml file to the local file
system.

4 Locatethe .xml file on thelocal file system. The file can be transferred to another
system and imported usingImport >From Disk. For more information,see Importing
and downloading application profiles (on page 29).

Publishing an application profile to WUGSpace

Application Performance Monitoring (APM) also allows you to share yourapplication profiles
with other members of the WUGSpace community. Before publishing, you must provide
information in the Publish Application Profile dialog.

To publish an application profile to the WUGSpace Community:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Fromthelist of application profiles, select the profile you want to publish, then select
Options > Publish.

O anatin Sodvitda G lprmitch Whatylip Goid Mznitors Watilip Jold w16 La » 1 ot m,il

Bacpesren ‘Wl acorer tn e ryriem T
Foctemg Whabrlp Gkl o
[ O e S 2000 - 2003 e Roieh |2 Mot Morutors the shutes aned overal 1 0 el P
Ferakh ol nereces s well an e oy
pardnmassce of Mok Lyrc
ey (fdige Aol Requines W O
srdd RPC scces o the wyiee
iewting S Liync Serves Oldge Disconses appbecation

If you have not signed into the WUGSpace Community, enteryour WUGSpace
credentials into each box, then click Sign In. The Publish Application Profile dialog

33



Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

appears.

Publish Application Profile o

Publish to Communaty

3 Entertheappropriate information:
The Submission Title and Submission Description result in the Name and Description of
the XML file that is downloaded from the community.

§ SubmissionTitle. Enter aname for the application profile. This nameis used to identify
the application profile in the WUGSpace Community.

§ Submission Description. (Optional) Enter additionalinformation about the application

profile. This information is used to identify the application profile in the WUGSpace
Community.

4 Click Publish to Community. The profileis published to the WUGSpace Community.

Working with components

Acomponentisasingle data point that is collected as part of an application profile. Example:
CPU Utilization. Application Performance Monitoring is licensed on a per-component basis,
meaning that each component monitored usesone license. However, adding componentsto
an application profile does not consume alicense. A license is only consumed when a

componentis added to an application instance. Learn more about APM terminology (on page
2).

]

Note: Applications asawhole can be components of another application (i.e. discrete
application).
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The following components are available for use in APM:

§

§
§
§
§

w W W W W W W

CPU Utilization (on page 40)

Database Query - Oracle (on page 43), SQL Server (on page 45)
Disk Utilization (on page 48)

Memory Utilization - Physical (on page 57), Virtual (on page 59)

Network Port Checks - Custom (on page 62), Echo (on page 64), FTP (on page 66), HTTP
(on page 68), HTTPS (on page 71), IMAP4 (on page 73), NNTP (on page 75), POP3 (on
page 78), Radius (on page 80), SMTP (on page 82), Time (on page 85)

Process Check - SNMP (on page 87), WMI (on page 92)
Scripting - PowerShell (on page 96)

Service Check - SNMP (on page 107), WMI (on page 109)
SNMP (on page 111)

SSH - Active (on page 114), Performance (on page 116)
WMI - Formatted (on page 119), Raw (on page 121)
Windows Performance Counter (on page 89)

Adding components to an application instance

Toadd a component to an application profile, see Adding components to an application profile
(on page 22).

Toadd acomponent to an application instance:
1 Create an application instance (on page 124) from a preconfigured application profile.
2 IntheComponentssection, click Add components.

I # Add components... |-
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The Component Library appears.

Add Components
Component Library

% CPU Utilization

.==_1_ Database Query

= Disk Utilization
& Memory Utilization
= Metwork Part Check
Process Check

" Scripting

g Service Check

B SMMP

i SsH
B WMI

3 Click the arrow next to acomponent category to expand, then specify the number of
components youwant to add by enteringa number intothe boxor by clicking the up

and down arrows next to the component.

Add Components

- Component Library

- 4 CPU Utilization

» = Disk Utilization
» @ Memory Utilization

T
Note: You canadd up to 10 components atatime to an application instance. If you need
more than 10 components, click Add components again to add more components.

4  Click Add Selected. The selected componentsare added to the application profile.
5 Foreach component, enteror select the following information:

"E T g B OSNMP Service Check

i

Action Policy (No Action Palicy) j
%

Enabled

Device Override

§ Enabled. Select this option to enable or disable the component
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§ Action Policy. Select an action policy from the list for the component.

8 Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

0 Important:|If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to testthe componenton the selected device.

& Note:Click X toremove the device override and revertto the device associated
with the application instance.

§ (Optional)Click Test to test the component.

6 Click Save to save your changes or click Save and Close to complete your changes.

Testing components

By default,componentsare tested on the testdevice specified for the associated application
profile or instance. You can also specify an alternate device on which to test the component.
The component initiates an immediate poll of the device, and returnsa success or failure
message. The values collected by the component are discarded when testing acomponent.

Totest asingle component:
1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectan application profile or instance from the navigation tree containing the
componentyou want to test.
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3 Ifyouaretestingacomponentwithin an application profile, click Edit Application
Profile.

Edit Application Profile

4 Click the triangle icon to the left of the component you wantto test to expand the
componentview.

5 Click browse(...) next to the TEST Device box for the component to launch the Select a
Device dialog.

6 Selecta device from the navigation tree on which to test the individual component and
click OK.

[E] Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile or instance.
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7

Click Test to test the componenton the selected device. Following testcompletion, a
message indicating testsuccessor failure appears below the component name.

Totest multiple components simultaneously:

1

6

7

8

From the WhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

Select an application profile or instance from the navigation tree containingthe
components youwant to test.

If you are testing acomponentwithin an application profile, click Edit Application
Profile.

Select which components to testby clicking the check boxto the left of each applicable
component name.

Click the triangle icon to the left of the first component youwant to testto expand the
componentview.

Click browse(...) next to the TEST Device box for the component to launch the Select a
Device dialog.

Select a device from the navigation tree on which to test the individual component,
thenclick OK.

Select TEST devices for each component youwant to test in the same manner.

m Note: If no test device is selected for one or more components, selected components are

9

tested on the test device associated with the application profile or instance.
Expand the For selected menu, then click Test.
Test

Set polling frequency  #
Delete
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Following test completions, messagesindicating testsuccesses or failuresappears below
each selected component name.

Totest all components:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.
2 Selectan application profile or instance from the navigation tree containing the
componentsyouwant to test.
3 Ifyouaretestingacomponentwithinan application profile, click Edit Application
Profile.
4  Click the triangle icon to the left of the first component youwant to testto expand the
componentview.
5 Click browse (...) next to the TEST Device box for the component to launch the Selecta
Device dialog.
6 Selecta device from the navigation tree on which to test the individual component,
thenclick OK.
7 Select TEST devices for each componentin the application profile or instance in the
same manner.
T
- Note: If no test device is selected for one or more components, selected components are
tested on the testdevice associated with the application profile orinstance.
8 Click Testall.
For selected v | £ Expand all | = Callepse all | I.Md:_omppgm- |.mmm| mponent group |'A¢l_d_ pplicat -I 9
ll“mw Y_]mrmvwv‘m- ‘Dewoe ‘
» [T | % Disk Utdization Using SNMP/Virtual 5 Minutes No \\i\l';lmﬁGa et 10 M IL"_I Options =
Dawn
> 92668 Duration 20 Minutes
» [ (Bl SNMP Process Check 5 Minutes No | Test | Options =
* T | g SNMP Senice Check 5 Minutes No [t
]

Following test completions, messagesindicating testsuccesses or failuresappears below
each component name.

Adding a CPU Utilization component

The CPU Utilization component allows you to monitor the percentage of CPU being used on a
particular device and alerts you if certain thresholdsare exceeded. You mayadd a CPU
Utilization component to eitheran application profile or an application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).
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Toadd a CPU Utilization component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add acomponent, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4 Click thearrownext to CPU Utilization to expand the dialog controlsused to add the
component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to the type of credential for the component being added. You can add CPU
Utilization componentsUsing SNMP/Virtual or Using WM.

6 Click Add Selected.
7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to testthe componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click x

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the CPU Utilization component boxes (on
page 42).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a CPU Utilization component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.

Click Add components. The Component Libraryappears.

Click the arrow next to CPU Utilization.

Specify the number of componentsyou want to add by clicking the up and down
arrows next to the type of credential for the component being added. You can add CPU
Utilization componentsusing SNMP/Virtual or WMI.

Click Add selected.

Enter or select the appropriate information:

g~ WN

Enabled. Select this option to enable or disable the component.

w w N O

Action Policy. Select an action policy from the list for the component.
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§ Device Override. (Optional) Override the device associated with the instance and

designate a specific device to assign to the component.

8 Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you wantto use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selectionin the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

8 Enterorselect the appropriate information in the CPU Utilization component boxes (on

page 42).

9 Click Save to save your changes or click Save and Close to complete your changes.

CPU Utilization componentboxes

You may configure the following boxes for the CPU Utilization component:

]

8§ Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§8 Polling frequency. Selecta time (in minutes or hours) youwant APM to wait

between polls.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

Poller retries. Enter the number of times APM attempts to send thecommand before
the deviceis considered down.

Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 percent for 5 minutes, put the
componentinthe warning state.
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§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95 percent for 5 minutes, put the componentin
the down state.

Adding an Oracle Query component

The Oracle Query componentallows you to create a query to run on a specific device to
assess the health ofan Oracle database. You mayadd an Oracle Querycomponentto either
an application profile or an application instance.

o
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an Oracle Query component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslistappears.

3 Click Add Components. The Component Libraryappears.

4 Click the arrow next to Database Query to expand the dialog controls used to add the
component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to Oracle.

6 Click Add Selected.
7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.
10 Enter orselect the appropriate information in the Oracle Query component fields (on

page 44).
11 Click Save to save your changes or click Save and Close to complete your changes.
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Toadd an Oracle Query component to an application instance:

1
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From the WhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Database Query, then specify the number of componentsyou
want to add by clicking the up and down arrows next to Oracle.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you want to use is configured with a WhatsUp Gold down

7

8

dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

Enter or select the appropriate information in the Oracle Query component boxes (on
page 44).
Click Save to save your changes or click Save and Close to complete your changes.

Oracle Query componentboxes

You may configure the following boxes for the Oracle Query component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.
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T

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

Service name. Enter the ServiceName.

Port (optional). Enter the database server port number if other thanthe standard
database port number.

Connection timeout. Enter the length of time APM attempts to connectto the
selected device. When the time you enter is exceeded without connecting, a timeout
occurs and APM stops trying to connectto the device. This is considered a failed
connection.

Query to Run. Enter aquery you want to run against a database to monitor and
check for certain database conditions. Only select queriesare allowed.

@ Important: Make sure that you include the full database name inyour query.

8 Warning threshold. Enter the componentthresholds for the warning state. For

example, if the component valueis greaterthan 90 for 5 minutes, put the component
in the warning state.

Down threshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95 for 5 minutes, put the componentin the
down state.

Adding a SQL Server Query component

The SQL Server componentprovidesyouwith real-time informationaboutthe state and
health of a Microsoft® SQL Server 2000 application on a specific device. You may add a SQL
Server Query componentto either an application profile or an application instance.

T

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a SQL Server Query component to an application profile:

1

From the WhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslistappears.

Click Add Components. The Component Libraryappears.
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4

Click the arrow next to Database Query to expand the dialog controls used to add the
component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to SQL Server.

Click Add Selected.

Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click x

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the SQL Server Query component boxes (on

page 47).

11 Enter orselectthe appropriate information:
12 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a SQL Server Query component to an application instance:

1

2
3

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.

Click Add Components. The Component Libraryappears.

Click the arrow next to Database Query, then specify the number of componentsyou
want to add by clicking the up and down arrows next to SQL Server.

Click Add Selected.
Enter or select the appropriate information:

§ Enabled. Select this option to enable or disable the component.
§ Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.
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@ Important: If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the SQL Server Query component boxes (on
page 47).
8 Click Save to save your changes or click Save and Close to complete your changes.

SQL Server componentboxes
You may configure the following boxes for the SQL Servercomponent:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Server Address. Enter in ServerName\Instance format (for example,
WUGServer\SQLEXPRESS).

8 Port Number. Enter the database server portnumberif other than the standard
database port number.

8 Polling timeout. Enter thelength oftime APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Query to Run. Enteraquery you want to run against a database to monitor and
check for certain database conditions.Only SQL SELECT queries areallowed.

@ Important: Make sure that you include the full database name inyour query.
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§ Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 for 5 minutes, put the component
in the warning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95for 5minutes, put the componentin the
down state.

Adding a Disk Utilization component

The Disk Utilization component allows you to monitor the percentage of disk space being
utilized on a specific device. You may add a Disk Utilization component to an application
profile or an application instance.

T
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a Disk Utilization component to an application profile:
1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Select the application profile for which you want to add acomponent, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Disk Utilization to expand the dialog controls usedto add the
component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to the type of credential for the component being added. You can add Disk
Utilization componentsUsing SNMP/Virtual or Using WM.

6 Click Add Selected.
7 Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.
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10 Enter orselect the appropriate information in the Disk Utilization Query component boxes

(on page 49).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a Disk Utilization component to an application instance:

1
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From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.

Click Add Components. The Component Libraryappears.

Click the arrow next to Disk Utilization.

Specify the number of componentsyou want to add by clicking the up and down
arrows next to the type of credential for the component being added. You can add Disk
Utilization componentsusing SNMP/Virtual or WMI.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

'@ Important:If the device you wantto use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

§ Disk Selection. Select the disk drive for which you want to monitor.
8 Enterorselect the appropriate information in the Disk Utilization Query component boxes

(on page 49).

9 Click Save to save your changes or click Save and Close to complete your changes.

Disk Utilization component boxes

You may configure the following boxes for the Disk Utilization component:

§ Name. Enter aunique name for the component.

49



Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.
8 Polling timeout. Enter thelength oftime APM attempts to connect to the selected

device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Poller retries. Enter the number of times APM attempts to send thecommand before
the device is considered down.

§ Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 percent for 5 minutes, put the
componentinthewarning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95 percent for 5 minutes, put the componentin
the down state.

Adding an Interface Discards In/Out component

TheInterface Discards In/Out components allowyou to monitorthe numberinboundor
outbound packets which were chosen to be discarded on a specific device interface. You may
add an Interface Discards In/Out componentto an application profile or an application
instance.

T
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an Interface Discards In/Out component to an application profile:
1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Interface Statistics to expand the dialog controls used to add
the component(s).
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5 Specify the number of componentsyou want to add by clicking the upand down
arrows next to the type component being added. Youcan select Discards In or
Discards Out.

6 Click Add Selected.
7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individualcomponent and
click OK.

9 Selectthe Interface Name for the interface on which you want to test the component.

10 Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click .

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are notsaved as part of the application profile.

11 Enter orselect the appropriate information in the Interface Discards component boxes
(on page 52).
12 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an Interface Discards In/Out component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selecttheapplication instance for which you want to add acomponent.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Interface Statistics to expand the dialog controls used to add
the component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to the type component being added. Youcan select Discards In or
Discards Out.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.

Action Policy. Select an action policy from the list for the component.

W W W ~N O

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.
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@ Important: If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

§ Interface Name. Select the interface for which you want to monitor.

8 Enterorselectthe appropriate information in the Interface Discards component boxes
(on page 52).
9 Click Save to save your changes or click Save and Close to complete your changes.

Interface Discards In/Out component boxes

You may configure the following boxes for the Interface DiscardsIn/Outcomponent:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component goesinto a down state. When non-critical components go into a down state,
they cause the application to go into a warning state. For more information on application
states, see Workingwith applicationstates (on page 159).

§ Polling frequency. Selecta time (in minutes or hours) youwant APM to wait
between polls.

8 Polling timeout. Enter the length oftime APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeoutoccurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Poller retries. Enter the number of times APM attempts to send thecommand before
the device is considered down.

§ Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 for 5 minutes, put the component
in the warning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95 for 5minutes, put the componentin the
down state.
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Adding an Interface Errors In/Out component

The Interface Errors In/Outcomponents allowyou to monitorthe numberofin or out errors
on a specific device interface. You may add an Interface Errorsin/Outcomponentto an
application profile or an application instance.

o
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an Interface Errors In/Out component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslistappears.

3 Click Add Components. The Component Libraryappears.

4 Click the arrow next to Interface Statistics to expand the dialog controls used to add
the component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to the type component being added. Youcan select Errors In or Errors Out.

6 Click Add Selected.
7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Selectthe Interface Name for the interface on which you want to test the component.

10 Click Test to testthe componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click x

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are notsaved as part of the application profile.

11 Enter orselect the appropriate information in the Interface Errors component boxes (on
page54).

12 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an Interface Errors In/Out component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.
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Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Interface Statistics to expand the dialog controls used to add
the component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to the type component being added. Youcan select Errors In or Errors Out.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

8 Click browse (...) nextto the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you wantto use is configured with a WhatsUp Gold down

9

dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

Interface Name. Select the interface for which you want to monitor.

Enter or select the appropriate information in the Interface Errors component boxes (on
page 54).

Click Save to save your changes or click Save and Close to complete your changes.

Interface ErrorsIn/Outcomponent boxes

You may configure the following boxes for the Interface DiscardsIn/Outcomponent:

§ Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the component is critical.
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T

Note: Components specified as critical cause the application to go into a down state when
the component goesinto a down state. When non-critical components go into a down state,
they cause the application to go into a warning state. For more information on application
states, see Workingwith applicationstates (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Polling timeout. Enter thelength oftime APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeoutoccurs
and APM stops tryingto connect to the device. This is considered a failed connection.

8 Poller retries. Enter the number of times APM attempts to send thecommand before
the deviceis considered down.

§ Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 percent for 5 minutes, put the
componentin the warning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95 percent for 5 minutes, put the componentin
the down state.

Adding an Interface Utilization In/Out component

The Interface Utilization In/Out componentsallowyou to monitor the percentage of in or out
utilization on a specific device interface. You may add an Interface Utilization In/Out
component to an application profile or an applicationinstance.

T

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an Interface Utilization In/Out component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslistappears.

Click Add Components. The Component Libraryappears.
Click the arrow next to Interface Statistics to expand the dialog controls used to add
the component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to the type component being added. Youcan select Utilization In or
Utilization Out.

Click Add Selected.
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7

8

9

Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.
Select the Interface Name for the interface on which you want to test the component.

10 Click Test to testthe componenton the selected device (optional). To remove the

]

devic;gverride andrevert to the device associated with the application component,
click #*.

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

11 Enterorselect the appropriate information in the Interface Utilization component

boxes.

12 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an Interface Utilization In/Out component to an application instance:

1

w
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From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.

Click Add Components. The Component Libraryappears.

Click the arrow next to Interface Statistics to expand the dialog controls used to add
the component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to the type component being added. Youcan select Inor Out.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important: If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.
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9

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test totest the componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

Interface Name. Select the interface for which you want to monitor.

Enter or select the appropriate information in the Interface Utilization component
boxes.

Click Save to save your changes or click Save and Close to complete your changes.

Interface Utilization component boxes

You may configure the following boxes for the Interface Utilization In/Outcomponent:

Adding a Physical Memory Utilization component to an application
profile

The Physical Memory Utilization component allows you to monitor the percentageor
absolute amount of physical memory being utilized on a specific device.

T

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a Physical Memory Utilization component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.
Click the arrow next to Memory Utilization to expand the dialog controls used to add
the component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to the credentialand memory type for the componentbeing added. You

can add physicalmemory components using Physical Memory Using SNMP/Virtual or
Physical Memory Using WMI.

Click Add Selected.
Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -
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8

9

]

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the Physical Memory Utilization component

boxes (on page 59).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a Physical Memory Utilization component to an application instance:

1
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From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.
Click the arrow next to Memory Utilization.

Specify the number of componentsyou want to add by clicking the up and down
arrows next to the credentialand memory type for the componentbeing added. You
can add physicalmemory components using Physical Memory Using SNMP/Virtual or
Physical Memory Using WMI.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

'@ Important:If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test to test the componenton the selected device.
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Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

Enter or select the appropriate information in the Physical Memory Utilization component
boxes (on page 59).
Click Save to save your changes or click Save and Close to complete your changes.

ysical Memory component boxes

You may configure the following boxes for the Physical Memorycomponent:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Polling timeout. Enter thelength oftime APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

8 Poller retries. Enter the number of times APM attempts to send thecommand before
the device is considered down.

§ Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 percent for 5 minutes, put the
componentinthewarning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95 percent for 5 minutes, put the componentin
the down state.

Adding a Virtual Memory Utilization component

The Virtual Memory Utilization componentallows you to monitorthe percentage or absolute
amount of virtualmemory being utilized on a specific device.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).
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Toadd a Virtual Memory Utilization component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add acomponent, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click the arrownext to Memory Utilization to expand the dialog controls used to add
the component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to the credentialand memory type for the componentbeing added. You
can add virtualmemory components using Virtual Memory Using SNMP/Virtual or
Virtual Memory Using WMI.

6 Click Add Selected.

7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click X

Note: If no test device is selected,the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the Virtual Memory Utilization component
boxes (on page 61).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a Virtual Memory Utilization component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.

Click Add Components. The Component Libraryappears.

Click the arrow next to Memory Utilization.

Specify the number of componentsyou want to add by clicking the up and down
arrows next to the credentialand memory type for the componentbeing added. You
can add virtualmemory components using Virtual Memory Using SNMP/Virtual or
Virtual Memory Using WMI.

6 Click Add Selected.

7 Enterorselect the appropriate information:

ga h~ WN

Enabled. Select this option to enable or disable the component.
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§ Action Policy. Select an action policy from the list for the component.

§ Device Override. (Optional) Override the device associated with the instance and

designate a specific device to assign to the component.

8 Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

'@ Important:|If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selectionin the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

8 Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to testthe componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

8 Enterorselectthe appropriate information in the Virtual Memory Utilization component

boxes (on page 61).

9 Click Save to save your changes or click Save and Close to complete your changes.

Virtual Memory componentboxes

You may configure the following boxes for the Virtual Memory component:

]

§ Name. Enter aunigue name for the component.
8 Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Select a time (in minutes or hours) youwant APM to wait

between polls.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

Poller retries. Enter the number of times APM attempts to send thecommand before
the device is considered down.
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§ Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 percent for 5 minutes, put the
componentinthewarning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if

the component value is greaterthan 95 percent for 5minutes, put the componentin
the down state.

Adding a Custom Port Check component

The Custom Port Check component allows youto create a script to run on a specific device
that monitorsa designated TCP, UDP, or SSL network port.

o
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must

create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a Custom Port Check component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Network Port Check to expand the dialog controls used to add
the component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to Custom.

6 Click Add Selected.
7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individualcomponent and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click >{

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselectthe appropriate information:
11 Click Save to save your changes or click Save and Close to complete your changes.
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Toadd a Custom Port Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application

Profiles page appears.
2 Selectthe applicationinstance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to Custom.
Click Add Selected.

Enter or select the appropriate information:

B~ W

Enabled. Select this option to enable or disable the component.

Action Policy. Select an action policy from the list for the component.

w W W O Ul

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

8§ Note;Click X toremovethe device override and revertto the device associated with
the application instance.

7 Enterorselectthe appropriate information in the Custom Port Check component boxes
(on page 63).
8 Click Save to save your changes or click Save and Close to complete your changes.

Custom Port Check component boxes
You may configure the following boxes for the Custom Port Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).
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§ Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

§ Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

Port number. Enter the port number thatyou wantto monitor.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Script toRun. Write your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords asyouwant. Formoreinformation,see Script Syntax.

8 Expect. (Optional) Click to open the Rules Expression Editor and testa string of text
for particular patterns.

Adding an Echo Port Check component

The Echo Port Check component allows you to create a script to runon a specific device that

mo

nitors adesignated TCP, UDP, SSL network port using the Echo protocol. Youmay add an

Echo Port Check component to an application profile or an application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an Echo Port Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to Echo.

Click Add Selected.
Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click x
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o
Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

9 Enterorselectthe appropriate information in the Echo Port Check component boxes (on
page 65).
10 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an Echo Port Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe applicationinstance for which you want to add acomponent.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to Echo.

Click Add Selected.
Enter or select the appropriate information:

B~ W

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

w W W O Ul

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test to test the componenton the selected device.

8 Note;Click X toremovethe device override and revertto the device associated with
the application instance.

7 Enterorselect the appropriate information in the Echo Port Check component boxes (on
page 65).

8 Click Save to save your changes or click Save and Close to complete your changes.

EchoPort Checkcomponent boxes

You may configure the following boxes for the Echo Port Check component:
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§ Name. Enter aunigue name for the component.
§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Selecta time (in minutes or hours) youwant APM to wait
between polls.

§ Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

Port number. Enter the port number thatyou wantto monitor.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Script toRun. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords asyouwant. Formore information,see Script Syntax.

§ Expect. (Optional) Click to open the Rules Expression Editor and testa string of text
for particular patterns.

Adding an FTP Port Check component

The FTP Port Check componentallows you to create a script to run on a specific device that
monitors a designated TCP, UDP, SSL network port using the File TransferProtocol (FTP). You
may add an FTP Port Check component to an application profile or an application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an FTP port Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.
Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check to expand the dialog controls used to add
the component(s).
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5 Specify the number of componentsyou want to add by clicking the upand down
arrows nexttoFTP.

6 Click Add Selected.
7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the FTP Port Check component boxes (on
page 68).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an Echo Port Check component to an application instance:
1
2 Click Add Components. The Component Libraryappears.

3 Click thearrow next to Network Port Check, then specify the number of components
youwant to add by clicking the up and down arrows next to FTP.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

w W w gl N

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test totest the componenton the selected device.
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8 Note;Click X toremovethe device override and revertto the device associated with

6

7

the application instance.

Enter or select the appropriate information in the FTP Port Check component boxes (on
page 68).
Click Save to save your changes or click Save and Close to complete your changes.

FTP Port Check componentboxes

You may configure the following boxes for the FTP Port Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the componentis out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

Port number. Enter the port number thatyou wantto monitor.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

Script to Run. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords asyou want.Formore information,see Script Syntax.

Expect. (Optional) Click to open the Rules Expression Editor and testa string of text
for particular patterns.

Adding an HTTP Port Check component

The HTTP Port Check component allows you to createa script to run on a specific device that
monitors a designated TCP, UDP, SSL network port using the Hypertext Transfer Protocol
(HTTP). You may add an HTTP Port Check component to an application profile or an
applicationinstance.
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o
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an HTTP Port Check component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add acomponent, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Network Port Check to expand the dialog controls used to add
the component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows nexttoHTTP.

6 Click Add Selected.
7 Click browse(...)next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click x

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the HTTP Port Check component boxes (on
page 70).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an HTTP Port Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe applicationinstance for which you want to add acomponent.
3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to HTTP.

5 Click Add Selected.
6 Enterorselect the appropriate information:
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§ Enabled. Select this option to enable or disable the component.
§ Action Policy. Select an action policy from the list for the component.

§ Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse(...) next to the Device Override boxto launch the Select a Device
dialog.

'@ Important:|If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

8 Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to testthe componenton the selected device.

8 Note:Click >{ toremove the device override and revertto the device associated with
the applicationinstance.

7 Enterorselectthe appropriate information in the HTTP Port Check component boxes (on
page 70).
8 Click Save to save your changes or click Save and Close to complete your changes.

HTTP Port Check component boxes

You may configure the following boxes for the HTTP Port Check component.

§ Name. Enter aunique name for the component.
8 Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component s critical.

T
Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

§ Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the

SSL type.
§ Port number. Enter the port number thatyou wantto monitor.
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§ Pollingtimeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Script toRun. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords as you want. Formore information, see Script Syntax.

8 Expect. (Optional) Click to open the Rules Expression Editor and testastring of text
for particular patterns.

Adding an HTTPS Port Check component

The HTTPS Port Check component allows you to create a script to run on a specific device
that monitorsa designated TCP, UDP, SSL network port usingHypertext Transfer Protocol
Secure (HTTPS). You may add an HTTPS Port Check component to an application profile or an
applicationinstance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must

create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an HTTPS Port Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which you want to add acomponent, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check to expand the dialog controls used to add
the component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows nexttoHTTPS.

Click Add Selected.
Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.
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o
Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the HTTPS Port Check component boxes (on
page 72).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an HTTPS Port Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe applicationinstance for which you want to add acomponent.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to HTTPS.

5 Click Add Selected.

6 Enterorselect the appropriate information:

§ Enabled. Select this option to enable or disable the component.

§ Action Policy. Select an action policy from the list for the component.

8 Device Override. (Optional) Override the device associated with the instance and

designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test to test the componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the HTTPS Port Check component boxes (on
page 72).
8 Click Save to save your changes or click Save and Close to complete your changes.

HTTPS Port Check component boxes

You may configure the following boxes for the HTTPS Port Check component:

8 Name. Enter aunique name for the component.
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§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

Port number. Enter the port number thatyou wantto monitor.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

Script to Run. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords as you want. Formore information, see Script Syntax.

Expect. (Optional) Click to open the Rules Expression Editor and testa string of text
for particular patterns.

Adding an IMAP4 Port Check component

The IMAP4 Port Check component allows you to create a script to runon a specific device
that monitorsa designated TCP, UDP, SSL network port usingthe Internet Message Access
Protocol (IMAP4). You may add an IMAP4 Port Check component to an application profile or
an application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an IMAP4 Port Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check, to expand the dialog controls used to add
the component(s).
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5 Specify the number of componentsyou want to add by clicking the upand down
arrows next to IMAP4.

6 Click Add Selected.
7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the IMAP4 Port Check component boxes (on
page 73).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an IMAP4 Port Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe applicationinstance for which you want to add acomponent.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to IMAP4.

Click Add Selected.
Enter or select the appropriate information:

B~ W

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

w W W O O

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.
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§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test totest the componenton the selected device.

T
Note: Click X to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the IMAP4 Port Check component boxes (on
page 73).
8 Click Save to save your changes or click Save and Close to complete your changes.

IMAP4 Port Check componentboxes

You may configure the following boxes for the IMAP4 Port Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

Port number. Enter the port number thatyou wantto monitor.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Script toRun. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords as you want. Formore information, see Script Syntax.

§ Expect. (Optional) Click to open the Rules Expression Editor and testa string of text
for particular patterns.

Adding an NNTP Port Check component

The NNTP Port Check component allows you to create a script to run on a specific device that
monitors a designated TCP, UDP, SSL network port using the Network News Transfer Protocol
(NNTP). You may add an NNTP Port Check component to an application profile or an
applicationinstance.
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o
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must

create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an NNTP Port Check component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Network Port Check to expand the dialog controls used to add
the component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows nextto NNTP.

6 Click Add Selected.
7 Click browse(...)next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click x

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the NNTP Port Check component fields (on
page 77).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an NNTP Port Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe applicationinstance for which you want to add acomponent.
3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to NNTP.

5 Click Add Selected.
6 Enterorselect the appropriate information:
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Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse(...) next to the Device Override boxto launch the Select a Device
dialog.

'@ Important:|If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

8 Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to testthe componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

7 Enterorselect the appropriate information in the NNTP Port Check component boxes (on

page77).

8 Click Save to save your changes or click Save and Close to complete your changes.

NNTP Port Check component boxes

You may configure the following boxes for the NNTP Port Check component:

]

§ Name. Enter aunique name for the component.
8 Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the componentis out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

§ Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

§ Port number. Enter the port number thatyou wantto monitor.
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§ Pollingtimeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Script toRun. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords as you want. Formore information, see Script Syntax.

§ Expect. (Optional) Click to open the Rules Expression Editor and testa string of text
for particular patterns.

Adding a POP3 Port Check component

The POP3 Port Check component allows you to create a script to runon a specific device that
monitors a designated TCP, UDP, SSL network port using the Post Office Protocol (POP3). You
may add a POP3 Port Check component to an application profile or an applicationinstance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a POP3 Port Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check to expand the dialog controls used to add
the component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to POP3.

Click Add Selected.
Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.
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10 Enter orselect the appropriate information in the POP3 Port Check component boxes (on

page79).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a POP3 Port Check component to an application instance:

1

B~ W
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From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to POP3.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the POP3 Port Check component boxes (on

page79).

8 Click Save to save your changes or click Save and Close to complete your changes.

POP3 Port Check component boxes

You may configure the following boxes for the POP3 Port Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
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]

§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the componentis out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

§ Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

§ Port number. Enter the port number thatyou wantto monitor.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Script toRun. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords asyou want.Formore information,see Script Syntax.

§ Expect. (Optional) Click to open the Rules Expression Editor and testa string of text
for particular patterns.

Adding a Radius Port Check component to an application profile

The Radius Port Check componentallows you to createa script to run on a specific device
that monitorsa designated TCP, UDP, SSL network port usingthe Radius protocol. You may
add a Radius Port Check component to an application profile or an application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must

create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a Radius Port Check component to an application profile:

1

(o2}

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check to expand the dialog controls used to add
the component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to Radius.

Click Add Selected.

80



Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

7

8

9

]

Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the Radius Port Check component boxes

(on page 82).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a Radius Port Check component to an application instance:

1
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From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to Radius.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this optionto enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

8 Click browse (...) nextto the Device Override boxto launch the Select a Device
dialog.

'@ Important:If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selectionin the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.
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]
Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the Radius Port Check component boxes
(on page 82).
8 Click Save to save your changes or click Save and Close to complete your changes.

Radius Port Check component boxes

You may configure the following boxes for the RadiusPort Check component:

8 Name. Enter aunigue name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

Port number. Enter the port number thatyou wantto monitor.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Script toRun. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords as you want. Formore information, see Script Syntax.

8 Expect. (Optional) Click to open the Rules Expression Editor and testa string of text
for particular patterns.

Adding an SMTP Port Check component

The SMTP Port Check component allows you to createascript to run on aspecific device that
monitors a designated TCP, UDP, SSL network port using the Simple Mail Transfer Protocol
(SMTP). You may add an SMTP Port Check component to an application profile oran
applicationinstance.
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o
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must

create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an SMTP Port Check component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add acomponent, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Network Port Check to expand the dialog controls used to add
the component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to SMTP.

6 Click Add Selected.
7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click x

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the SMTP Port Check component fields (on
page 84).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an SMTP Port Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe applicationinstance for which you want to add acomponent.
3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to SMTP.

5 Click Add Selected.
6 Enterorselect the appropriate information:
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§ Enabled. Select this option to enable or disable the component.

§ Action Policy. Select an action policy from the list for the component.

§ Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse(...) next to the Device Override boxto launch the Select a Device
dialog.

'@ Important:|If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

8 Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to testthe componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

7 Enterorselect the appropriate information in the SMTP Port Check component fields (on
page 84).
8 Click Save to save your changes or click Save and Close to complete your changes.

SMTP Port Check component boxes

You may configure the following boxes for the SMTP Port Check component:

§ Name. Enter aunique name for the component.
8 Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

T
Note: Components specified as critical cause the application to go into a down state when
the componentis out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

§ Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

§ Port number. Enter the port number thatyou wantto monitor.
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§ Pollingtimeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Script toRun. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords as you want. Formore information, see Script Syntax.

8 Expect. (Optional) Click to open the Rules Expression Editor and testastring of text
for particular patterns.

Adding a Time Port Check component

The Time Port Check component allows youto create ascript to run on a specificdevice that

mo

nitors adesignated TCP, UDP, SSL network port using the Time protocol. You mayadd a

Time Port Check component to an application profile or an application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a Time Port Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check to expand the dialog controls used to add
the component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to Time.

Click Add Selected.
Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.
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10 Enter orselect the appropriate information in the Time Port Check component boxes (on

page 86).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a TimePort Check component to an application instance:

1
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From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.

Click Add Components. The Component Libraryappears.

Click the arrow next to Network Port Check, then specify the number of components
you want to add by clicking the up and down arrows next to Time.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

'@ Important: If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the Time Port Check component boxes (on

page 86).

8 Click Save to save your changes or click Save and Close to complete your changes.

Time Port Check component boxes

You may configure the following boxes for the Time Port Check component:

8§ Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the componentis critical.
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T

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Protocol. Select TCP, UDP, or SSL from the list. The network type for the FTP (File
Transfer Protocol) service is TCP; the network type for the RADIUS (Remote
Authenticationand Dial-In User Service) service is UDP. The HTTPS monitor uses the
SSL type.

Port number. Enter the port number thatyou wantto monitor.

Polling timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Script toRun. Enter your script using as many Send, Expect, SimpleExpect, and
Flow Control keywords as you want. Formore information, see Script Syntax.

§ Expect. (Optional) Click to open the Rules Expression Editor and testa string of text
for particular patterns.

Adding an SNMP Process Check component

The SNMP Process Check component allows you to monitor a processon a specific device
using the Simple Network Management Protocol (SNMP). You may add an SNMP Process
Check component to an application profile or an application instance.

T

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an SNMP Process Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

Select the application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Process Check to expand the dialog controls used to add the
component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to SNMP.

Click Add Selected.
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7

8

9
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Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the SNMP Process Check component

boxes.

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an SNMP Process Check component to an application instance:

1
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From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Process Check, then specify the number of componentsyou
want to add by clicking the up and down arrows next to SNMP.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this optionto enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

8 Click browse (...) nextto the Device Override boxto launch the Select a Device
dialog.

'@ Important:If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selectionin the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

88



Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

]
Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the SNMP Process Check component
boxes.

8 Click Save to save your changes or click Save and Close to complete your changes.

SNMP Process Check component boxes

You may configure the following boxes for the SNMP Process Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Process Name. Enter the name of the process youwould like to monitor. You can

type the process name or click browse (...) to open the device browser and select the
specific device and process.

§ Downifnot running. Select this option to put the application inadown state if the
processis notrunning.

§ Pollingtimeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Poller retries. Enter the number of times APM attempts to send thecommand before
the device is considered down.

Adding aWindows Performance Counter component

The Windows Performance Counter component enables data collection fromperformance
counters exposed by various Windows applications. This monitor requires Windows
credentials on the device for which you want to monitor Windows applications. Additionally,
devices for which you want to monitor Windows applicationsmusthave the Remote
Procedure Call and Remote Registry services enabled and running.

You can utilize the Windows Performance Monitortool available fromthe Windows Start

menu (Start >type perfmon.exe > press ENTER) to view available Windows performance
counters on Windows devices.
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o
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an instance to monitor adevice (on page 124).Learnmore about APM terminology (on
page 2).

Toadd a Windows Performance Counter component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Windows Performance Counter to expand the dialog controls
used to add the component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows.

6 Click Add Selected.
7 Click browse (...) nextto the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click X

Note: If no test device is selected,the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the Windows Performance Counter
component boxes (on page 91).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a Windows Performance Counter component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

2 Selecttheapplication instance for which you want to add acomponent.

3 Click Add Components. The Component Libraryappeatrs.

4 Click the arrow next to Windows Performance Counter, then specify the number of
components youwant to add by clicking the up and down arrows.

5 Click Add Selected.
6 Enterorselectthe appropriate information:
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Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and

designate a specific device to assign to the component.

&

§ Click browse(...) next to the Device Override box to launch the Select a Device
dialog.

Important:|If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

8 Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to testthe componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

7 Enterorselect the appropriate information in the Windows Performance Counter

component boxes (on page 91).

8 Click Save to save your changes or click Save and Close to save your changesand close

the dialog.

Windows Performance Counter componentboxes

You may configure the following boxes for the Windows Performance Counter component:

]

8§ Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the component s critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

Polling frequency. Select a length in time (in minutes or hours) you want APM to
wait between polls.

Category. Enter the category to which the Windows performance counteryou want
to monitor belongs, such as Processor.

Counter. Enter the specific performance counterin the categoryspecified above for
which you want to monitor,such as % Processor Time.
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§ Instance. (Optional) Ifapplicable, enter the specificinstance of the performance
counter specified above for which you want to monitor, such as_Total. Not all
counters have specificinstances, so this box may be left blank.

§ Sample interval (milliseconds). For continuouscounters, enter the lengthoftime (in
milliseconds) that WhatsUp Gold should wait between collecting samples. You can
enter avalue between 10 and 60,000 milliseconds.

8 Warning threshold. The Warning threshold signifies that the performance counter
has reached the threshold criteria specified and is in a warning state. First, specify the
threshold; select either Value equal to, Value less than, or Valueequal to, and then
enter anumerical value. Second, specify the threshold Duration; entera numerical
value, and then select either Minutes, Hours, Days, or Polls.

§ Downthreshold. The Down threshold signifies that the performance counter has
reached the threshold criteria specified and is in a down state. First, specify the
threshold; select either Value equal to, Value less than, or Valueequal to, and then
enter anumerical value. Second, specify the threshold Duration; entera numerical
value, and then select either Minutes, Hours, Days, or Polls.

Adding a WMI Process Check component

The WMI Process Check component allows youto monitor a process on a specific device
using Windows Management Instrumentation (WMI). You can add a WMI Process Check
component to an application profile or an applicationinstance.

T

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a WMI Process Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Process Check to expand the dialog controls used to add the
component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows nextto WMI.

Click Add Selected.
Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.
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9

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the WMIProcess Check componentboxes.
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a WMI Process Check component to an application instance:

1
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Fromthe WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Process Check, then specify the number of componentsyou
want to add by clicking the up and down arrows next to WMI.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selectionin the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

8 Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to testthe componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the WMIProcess Check componentboxes.
8 Click Save to save your changes or click Save and Close to complete your changes.
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WMI Process Check componentboxes

You may configure the following boxes for the WMIProcess Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into

a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Process Name. Type the name ofthe process you want to monitor or click browse
(...)to open the device browser to select the specific device and process.

8 Downifnot running. Select this option to put the application in adown state if the
process is not running.

Adding a JavaScript Execution Check component

The JavaScript Execution component allows you to runscript on a device using the JavaScript
language and analyze the output. You may add a JavaScript Execution component to an
application profile or and application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation of
the application profile. After adding components to an application profile, you must create

an application instance to monitor anapplication on a device (on page 124). Learn more about
APM terminology (on page 2).

Toadd a JavaScript Execution component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add acomponent, thenclick
Edit/View Application Profile. The Componentslistappears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Scripting to expand the dialog controls used to add the
component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to JavaScript.

Click Add Selected.
Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |
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8

9

]

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the JavaScript Process Check component

boxes (on page 96).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a JavaScript Execution component to an application instance:

1
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From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Scripting, then specify the number of components you want to
add by clicking the up and down arrows next to JavaScript.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this optionto enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) nextto the Device Override boxto launch the Select a Device
dialog.

'@ Important:If the device youwant to use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selectionin the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.
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7 Enterorselectthe appropriate information in the JavaScript Process Check component

boxes (on page 96).

8 Click Save to save your changes or click Save and Close to complete your changes.

JavaScript Execution component boxes

You may configure the following boxes for the JavaScript Execution component:

]

8§ Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Selecta time (in minutes or hours) youwant APM to wait

between polls.

Script Timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

Script to Run. Enter your script to return asingle, numeric value.

Add a Reference Variable. Click to open the Reference Variable dialogand add a
reference variable to the component.

Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 for 5 minutes, put the component
in the warning state.

Down threshold. Enter the component thresholdsfor the down state. For example, if
the componentvalue is greaterthan 95 for 5minutes, put the componentin the
down state.

Adding a PowerShell Execution Check component

Windows PowerShellis a scripting language and command-line shell that system
administratorscan use to manage Windows operating systems. For more information on
PowerShell, please visit the Microsoft web site (http://www.whatsupgold.com/MSPowerShell).
The PowerShell Execution component allows you to run a PowerShell script and analyze the
output. You mayadd a PowerShell Execution component to an application profile or an
applicationinstance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).
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'@ Important: WhatsUp Gold uses a 32-bit (i.e. x86) PowerShell engine. Therefore, only 32-bit

PowerShell snap-ins are supported and 64-bit only snap-ins will not function properly. Snap-
ins usable in both 32-bitand 64-bit operating systems are configured for 64-bit systems by
defaultand must be manually configured for 32-bit PowerShell engine to function properly
with WhatsUp Gold.

If you are using additional pollers with WhatsUp Gold, PowerShell must be installed and any
desired snap-ins must be registered identically on all poller machines for any PowerShell
performance monitors, active monitors, and actions to function properly. Associated errors
resulting from failed monitors will appear in the WhatsUp Gold Status Center. Errors
resulting from failed actions will appear in the WhatsUp Gold Event Viewer.

Toadd a PowerShell Execution component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.
Click Add Components. The Component Libraryappears.

Click the arrow next to Scripting to expand the dialog controls used to add the
component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to PowerShell.

Click Add Selected.
Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the PowerShell Execution component boxes

(on page 98).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a PowerShell Execution component to an application instance:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.
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Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Scripting, then specify the number of components you want to
add by clicking the up and down arrows next to PowerShell.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you wantto use is configured with a WhatsUp Gold down

7

8

dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

Enter or select the appropriate information in the PowerShell Execution component boxes
(on page 98).
Click Save to save your changes or click Save and Close to complete your changes.

PowerShell Execution componentboxes

You may configure the following boxes for the PowerShell Execution component:

]

§ Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§8 Polling frequency. Selecta time (in minutes or hours) youwant APM to wait
between polls.
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§ Script timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Add aReference Variable. Click to open the Reference Variable dialogand add a
reference variable to the component.

§ Rununder device credentials. Select this check box to execute the script using the
Windows credentials for the affected device. For additional information, see Using the
Credentials Library.

Script to Run. Enter your script to return asingle, numeric value.

Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 for 5 minutes, put the component
in thewarning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95for 5 minutes, put the componentin the
down state.

Adding an End User Monitoring component

The End User Monitoring (EUM) componentallows you to monitor the success of a specific
automated user activity based on a script youenter when initially configuring the component
using the End User Monitoring component boxes (on page 102). To add an EUM component to
an application profile, you must first installand registeriDrone (on page 103) on a machine
other than yourWhatsUp Gold server. For informationon installing and configuring iDrone,
see Installing (on page 103) and Configuring (on page 103) iDrone. The script entered during
EUM component configuration can be written manually or generated using the iMacros
browser add-on. For information on iMacros, see Using the iMacros add-on with iDrone (on
page 104).

o
Note: Adding componentsto an application profile (on page 22) helps create the foundation of
the application profile. After adding components to an application profile, you must create
an application instance to monitor anapplication on a device (on page 124). Learn more about
APM terminology (on page 2).

Toadd an EUM component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Select the application profile for which you want to add acomponent, thenclick
Edit/View Application Profile. The Componentslist appears.
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3 Click Add Components.

The Component Library appears.

4 Click the arrow next to Scripting to expand the dialog controls used to add the
component(s).

5 Specify the number of componentsyou want to add by clicking the upand down
arrows next to End User Monitor.

- & Seripting

@ %] Powershel
m End User Maonitor

6 Click Add Selected.
7 Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click X

m Note: If no testdevice is selected, the component s tested on the test device associated
with the application profile.

m Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the End User Monitoring component boxes
(onpage102).
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11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an End User Monitoring component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Select New Instance from the Options list associated with the application profile you
want to edit.

Add Application Profile

c«mm'rim‘rmmyv

S 2 | {none) Options ~

18 0 | (none) Wew instance

3 3 | (none) .E:p.:-".

30 0 {none) Publish
Copy

26 0 | {none)

9 0 (none)

10 0| (none) | Options >

2 L (none) | opions ~ |
The Configure Application Instance page appears.
3 Click Add Components. The Component Libraryappears.
Click the arrow next to Scripting to view scripting componentoptions.

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to End User Monitor. You can also enter anumber inthe End User
Monitor boxmanually.

6 Click Add Selected.
7 Enterorselect the appropriate information:

N

Enabled =
Action Policy (No Action Palicy) j

Device Override - X

§ Enabled. Select this option to enable or disable the component.
8 Action Policy. Select an action policy from the list for the component.

§ Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

8 Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

i’) Important:If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.
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§ Click Test to testthe componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

iDrone Name. Select a previously installed and registered iDrone fromthe list.

Enter or select the appropriate information in the End User Monitoring component boxes
(on page 102).
Click Save to save your changes or click Save and Close to complete your changes.

d User Monitoring component boxes

You may configure the following boxes for the End User Monitoringcomponent:

]

§ Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Selecta time (in minutes or hours) youwant APM to wait
between polls.

§ Browser type. Theinternet browserused to perform the useractivity.

@ Important: The browser type must be set to match the browser used to record the script

used by the iDrone. For more information, see About iDrone (on page 103) and Using iMacros
(onpage 104).

§ Pollingtimeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs

and APM stops tryingto connect to the device. This is considered a failed connection.

8 Poller retries. Enter the number of times the iDrone should attempt to execute its
scriptinthe event ofaninitial failure.

8 Script text. Enter ascript (either manually or copied and pasted fromiMacros) for the

iDrone to execute.
§ Warning threshold. Enter the componentthresholds for the warning state. For

example, if the component valueis greaterthan 90 for 5 minutes, put the component

in the warning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if

the componentvalue is greaterthan 95 for 5minutes, put the componentin the
down state.
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@ Important: The EUM component returns threshold values in milliseconds.

AboutiDrone

iDroneis the poller used by APM for automatically monitoring and reporting the successor
failure of a specific end user activity. Once installed and registered with WhatsUp Gold, the
iDrone utilizes scripts or macros (generated by iMacros) to automatically test application
performance withoutuserinteraction. Whenadding an End User Monitoring component (on
page 99) to an application profile in APM, you must select an active iDrone for use with the
component prior to saving changes to the application profile. An End User Monitoring
component cannotbe created withoutan iDrone.

]
Note: If you use the APM plug-in End User Monitoring (EUM) component to automatically
testapplication performance, you mustinstall the iDrone poller on amachine other than the
WhatsUp Gold server. Then, in order for iDrone to communicate with the WhatsUp Gold APM
plug-in, make sure that .NET Framework 3.5 is installed on the WhatsUp Gold system.

Installing iDrone

The WhatsUp Gold iDrone installation file can be downloaded here
(http://www.whatsupgold.com/WUGidrone). The file must be installed on a dedicated virtual
machine with no other third-party software installed on the system.

o
Note: If you use the APM plug-in End User Monitoring (EUM) component to automatically
testapplication performance, you mustinstall the iDrone poller on amachine other than the
WhatsUp Gold server. Then, in order for iDrone to communicate with the WhatsUp Gold APM
plug-in, make sure that .NET Framework 3.5 isinstalled on the WhatsUp Gold system.

Toinstall iDrone:

1 Double-click the executablefile. If the Open File - Security Warning dialog appears, click
Run. The AlertFoxiDrone Setup Wizard launches.

Click Next. The Set Destination Locationdialog appears.

Click Browse and navigate to or enter the locationwhere you want to install iDrone.
Click Next. The Ready To Install dialog appears.

Click Install. After installationis complete, a dialog indicating it is necessary to restart
your computer to complete the setup appears.
Select the applicable radio button indicating your preference.

7 Click Finish. If you indicated you would like to restartyour computer now, your machine
automatically shut down and restart.

g b~ W N

»

ConfiguringiDrone

The iDrone Configuration dialog is launched following iDrone installation. The dialog is
organized in three sections:
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§ Settings.iDroneis named and associatedwith an existing WhatsUp Gold installation.
§ Registration. iDrone s registered establishingcommunication with WhatsUp Gold.

§ Operation. iDrone polling is started and stopped.

Toconfigure iDrone:
1 EnteranameforyouriDroneinthe dataentryfield under Settings.

2 Click theradio button indicating youwant to Connect to a local WhatsUp Gold (WUG)
installation.

3 EnterthelP address of your WhatsUp Gold serverand include the specific location of
therequired iDroneComAPl.asmxfile on the server.

@ Important: If your WhatsUp Gold server is configured to use SSL only, the URL needs to
include htttps://at the beginning and the IP address or host name needs to match the

common name on the certificate. Additionally, the certificate needs to reside in the trusted
root certification authority store for the local machine where the iDrone is installed.

4 Specify the number of macros may berunin parallelto one another.

5 Click Register this iDrone with your WUG Server. The status window at the bottom of
the dialog indicates Registration successful.

6 Click Click to start to activate theiDrone.

Using the iMacros add-on withiDrone

iMacros is a browser add-on thatallows you to record browser activityin order to create a
macro for use with iDrone. IfiMacros is not automatically installed and launched during the
iDrone installation process, it can be downloaded here
(http://www.whatsupgold.com/WUGidrone). After downloading, access iMacros by clicking the

'* icon located next to the address windowor in the toolbar ofyour browser.

Torecord a macro:

1 Navigateto the website on which you want to generate a macro.
2 Selectthe Rec tabintheiMacros sidebar.

3 Click Record.

4 Afteryou have completed the actions youwant to use to generate the macro, click Stop.
The macro you justrecorded appearsin the navigationtree in the iMacros sidebar with a
filename of #Current.1im

Tosave a macro:

1 Select#Current.iim oranyother macro displayedyouwant to save with a different
filename.

2 SelecttheRec tabintheiMacros sidebar.

3 Click Save. A Save File dialog appears.

4 Enteranewnamefor thefile in the Name box. You can also use this dialog to modify
the location of the macrofile if desired.

5 Click OK.
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Toedit a macro:

1 Selectthe desired macro from the navigation tree.
Click the Edit tab.

Click Edit Macro. An iMacros Editor dialog appears.
Modify the script as needed.

Click Save & Close.

a b~ WwN

Adding a VBScript Execution Check component

The VBScript Execution Check componentallows you to run a Visual Basic Scripting Edition
(VBScript) and analyze the output. You may add a VBScriptto an application profile or an
applicationinstance.

o
Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a VBScript Execution component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click thearrow next to Scripting to expand the dialog controls used to add the
component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to VBScript.

6 Click Add Selected.
7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.
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10 Enter orselect the appropriate information in the VBScript Execution component boxes
(on page 106).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a VBScript Execution component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application instance for which youwant to add acomponent.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to Scripting, then specify the number of components you want to
add by clicking the up and down arrows next to VBScript.

5 Click Add Selected.

6 Enterorselect the appropriate information:

§ Enabled. Select this option to enable or disable the component.

8 Action Policy. Select an action policy from the list for the component.

8 Device Override. (Optional) Override the device associated with the instance and

designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important:If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the VBScript Execution component boxes
(on page 106).
8 Click Save to save your changes or click Save and Close to complete your changes.
VBScript Execution component boxes
You may configure the following boxes for the VBScript Execution component:
8§ Name. Enter aunique name for the component.

§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the component is critical.
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Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Script timeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Add aReference Variable. Click to open the Reference Variable dialogand add a
reference variable to the component.

Script to Run. Enter your script to return asingle, numeric value.

Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 for 5 minutes, put the component
in thewarning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95for 5 minutes, put the componentin the
down state.

Adding an SNMP Service Check component

The SNMP Service Check component allows you to use SNMP credentials to monitoraservice
ona specific device. You may add an SNMP Service Check component to an application
profile or an application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an SNMP Service Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

Select the application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to Service Check to expand the dialog controls used to add the
component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to SNMP.

Click Add Selected.
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7

8

9

]

Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the SNMP Service Check component

boxes.

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an SNMP Service Check component to an application instance:

1

B~ w
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From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Service Check, then specify the number of componentsyou
want to add by clicking the up and down arrows nextto SNMP.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

8 Click browse (...) nextto the Device Override boxto launch the Select a Device
dialog.

'@ Important:If the device you want to use is configured with a WhatsUp Gold down

dependency, make sure that you use a cloned device for this device selectionin the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.
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7

8

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

Enter or select the appropriate information in the SNMP Service Check component
boxes.

Click Save to save your changes or click Save and Close to complete your changes.

SNMP Service Check component boxes

You may configure the following boxes for the SNMP Service Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Service Name. Type the name of the service you want to monitoror click browse(...)
to bring up the device browser to select the specific device and service. The name of
the service must be entered exactly as it appears in the list of available services.

§ Restart on failure. Select this option to have the monitor attemptto restartthe
service when it enters adown state.

§ Pollingtimeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

8§ Poller retries. Enter the number of times APM attempts to send thecommand before
the deviceis considered down.

Adding aWMI Service Check component

The WMI Service Check component allows you to use WMI credentials to monitor a service on
a specificdevice. You may add a WMI Service Check component to an application profile or
an application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).
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Toadd a WMI Service Check component to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add acomponent, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4 Click the arrownext to Service Check to expand the dialog controls used to add the
component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to WMI.

6 Click Add Selected.

7 Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |
8 Selecta device from the navigation tree on which to test the individualcomponent and
click OK.

9 Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click X

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are notsaved as part of the application profile.

10 Enter orselect the appropriate information in the WMI Service Check component boxes
(onpage 111).
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a WMI Service Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

2 Selectthe application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to Service Check, then specify the number of componentsyou
want to add by clicking the up and down arrows next to WMI.

Click Add Selected.
Enter or select the appropriate information:

A~ W

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.
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Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.
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§ Click browse(...) next to the Device Override boxto launch the Select a Device
dialog.

'@ Important:|If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

8 Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test totestthe componenton the selected device.

T
Note: Click X to remove the device override and revert to the device associated with the
application instance.

7 Enterorselect the appropriate information in the WMI Service Check component boxes
(onpage 111).
8 Click Save to save your changes or click Save and Close to complete your changes.

WMI Service Check component boxes

You may configure the following boxes for the WMI Service Check component:

§ Name. Enter aunique name for the component.
8 Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

T
Note: Components specified as critical cause the application to go into a down state when
the componentis out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

§ Service Name. Click browse (...) to bring up the device browser and select the
specific device and service you want to monitor.

§ Restart on failure. Select this option to have the monitor attemptto restartthe
service when it enters adown state.

Adding an SNMP Check component

The SNMP Check component allows you to use SNMP credentials to monitora specific
applicationinstance runningon a device. You may add an SNMP Check componentto an

application profile or an application instance.
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Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an SNMP component to an application profile:

1

10
11

From the WhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

Select the application profile for which you want to add acomponent, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to SNMP to expand the dialog controlsused to add the
component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to SNMP.

Click Add Selected.
Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click x

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

Enter or select the appropriate information in the SNMP Check component boxes.
Click Save to save your changes or click Save and Close to complete your changes.

Toadd an SNMP Check component to an application instance:

1

2
3

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to SNMP, then specify the numberof componentsyou want to add
by clicking the up and down arrows next to SNMP.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
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§ Action Policy. Select an action policy from the list for the component.

§ Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

8 Click browse (...) nextto the Device Override boxto launch the Select a Device
dialog.

'@ Important:|If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selectionin the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

8 Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to testthe componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the SNMP Check component boxes.
8 Click Save to save your changes or click Save and Close to complete your changes.

SNMP Check component boxes
You may configure the following boxes for the SNMP Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

8 Performance Counter. The performance counteryou would like to monitor. You
may type the performance counter or click browse (...) next to Instance to select the
counter.

§ Instance. Theinstance youwould like to monitor. You may type the instance or click
browse (...) to access the SNMP MIB browser and select the specific device,
performance counter, and application instance you wantto monitor.

8 Useraw value. Select this check boxto gauge the current polled value instead of
tracking therate of change over time.
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§ Pollingtimeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

§ Poller retries. Enter the number of times APM attempts to send thecommand before
the device is considered down.

§ Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 for 5 minutes, put the component
in the warning state.

8 Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95for 5 minutes, put the componentin the
down state.

Adding an SSH Active Monitor Check component

The SSH Active Monitor Check component allows youto run acommand on a specific device
and analyze the output.

T

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an SSH Active Monitor Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

Select the application profile for which youwant to add a component, thenclick
Edit/View Application Profile. The Componentslistappears.

Click Add Components. The Component Libraryappears.

Click the arrow next to SSH to expand the dialog controlsused to add the
component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to Active.

Click Add Selected.
Click browse(...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.

Click Test to test the componenton the selected device (optional). To remove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.
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Testdevices are not saved as part of the application profile.

10 Enter orselect the appropriate information in the SSH Active Monitor Check component

boxes (on page 115).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an SSH Active Monitor Check component to an application instance:

1
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From the WhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

Select the application instance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to SSH, then specify the number of componentsyou wantto add
by clicking the up and down arrows next to Active.

Click Add Selected.
Enter or select the appropriate information:

Enabled. Select this option to enable or disable the component.
Action Policy. Select an action policy from the list for the component.

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

'@ Important: If the device you want to use is configured with a WhatsUp Gold down

7

8

dependency, make sure that you use acloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test to test the componenton the selected device.

Note: Click X to remove the device override and revert to the device associated with the
application instance.

Enter or select the appropriate information in the SSH Active Monitor Check component
boxes (on page 115).
Click Save to save your changes or click Save and Close to complete your changes.

SSH Active Monitor Check componentboxes
You may configure the following boxes for the SSH Active Monitor Check component:

8 Name. Enter aunique name for the component.
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§ Description. (Optional) Enter additional information about the component.

Critical. Click to select this check box if the component s critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait

between polls.

Command to run. Enter the command to execute on the device. This command can
be anything thata device can interpret and run; forexample, a basic UNIX command
or Perl script.

Note: If you create ascript to run on the remote device, the script must be developed,

tested, and/or debugged on the remote machine. WhatsUp Gold does not support
manipulation of the remote script.

§ Line end character. Select the appropriate character type; either None, Linefeed,

Carriage return, or Carriage return linefeed. Multiline scripts are entered and persisted
ona Windows operatingsystem,and include line-ending characters that may not be
recognized onthetarget device. This configuration feature instructs WhatsUp Gold to
replace the line-ending characters with the selected charactersprior to connection
and command execution.

Output to match. Enter the output that should matchthe command result.

Upif matches. Select this option to put the application in the up state if the output
matches.

Useregex. Select to use aregular expression to evaluate thematch.

Adding an SSH Performance Monitor Check component

The SSH Performance Monitor Check componentallows you to run acommand on a specific
device and analyze the output. You mayadd an SSH Performance Monitor Check component
to an application profile or an application instance.

T

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instanceto monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd an SSH Performance Monitor Check component to an application profile:
1 FromtheWhatsUp Gold web interface, go to APM > Configuration. The All Application

Profiles page appears.
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2 Selectthe application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click thearrownext to SSH to expand the dialog controlsused to add the
component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to Performance.

6 Click Add Selected.
7 Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individualcomponent and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click X

Note: If no test device is selected, the component is tested on the test device associated
with the application profile.

Testdevices are notsaved as part of the application profile.

10 Enter orselect the appropriate information in the SSH Performance Monitor Check
component boxes (on page 118).

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd an SSH Performance Monitor Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

2 Selectthe application instance for which youwant to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to SSH, then specify the numberof componentsyou wantto add
by clicking the up and down arrows next to Performance.

Click Add Selected.
Enter or select the appropriate information:

A~ W

Enabled. Select this option to enable or disable the component.

Action Policy. Select an action policy from the list for the component.
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Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.
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@ Important:If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test totest the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the SSH Performance Monitor Check
component boxes (on page 118).
8 Click Save to save your changes or click Save and Close to complete your changes.

SSH Performance Monitor Check component boxes
You may configure the following boxes for the SSH Performance Monitor Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.
Command to run. Enter the command to execute on the device. This command can
be anything thata device can interpret and run; forexample, a basic UNIX shell
command or Perlscript. Select one of the following script options:

§ Numeric. The command or script must return a single numeric value. The script
can be as complexas required, but MUST only return a numeric value. For
example, old, single-line unix-style:
free -m | awk "NR=2{print $3}"

Thisis the script format required priorto WhatsUp Gold 16.2.3.

§ Shell Interactive. This scriptis not constrained to only returning single numeric
values; however, the output MUST containthe string'Result=xxxx' where xxxx
represents anumericvalue. For example, new multi-line linux-style:
echo Result=$(free -m | awk "NR=2{print $3}")

This new script format, available in WhatsUp Gold 16.2.3and later, supportsall the
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features of the target scriptinterpreters without burdeningthe script developer to
limit the output to asingle numericvalue.

§8 Line end character. Select the appropriate character type; either None, Linefeed,
Carriage return, or Carriage return linefeed. Multiline scripts are entered and persisted
ona Windows operatingsystem,and include line-ending characters that maynot be
recognized on thetarget device. This configuration feature instructs WhatsUp Gold to
replace the line-ending characters with the selected charactersprior to connection
and command execution.

§ Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 for 5 minutes, put the component
in the warning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalueis greaterthan 95for 5 minutes, put the componentin the
down state.

Adding aWMI Formatted Counter Check component

The WMI Formatted Counter Check component allows youto use Windows credentials to
monitor a specific application instance running on a device. You may add a WMIFormatted
Counter Check component to an applicationprofile or an application instance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a WMI Formatted Counter Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

Select the application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

Click Add Components. The Component Libraryappears.

Click the arrow next to WMI to expand the dialog controls used to add the
component(s).

Specify the number of componentsyou want to add by clicking the up and down
arrows next to Formatted.

Click Add Selected.
Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | | -

Select a device from the navigation tree on which to test the individual component and
click OK.

119



Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

9 Click Test to testthe componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click >{

Note: If no testdevice is selected, the componentis tested on the test device associated
with the application profile.

Testdevices are not saved as part of the application profile.

10 Enter or select the appropriate information in the WMIFormatted Counter Check
component boxes.
11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a WMI Formatted Counter Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe applicationinstance for which you want to add acomponent.

Click Add Components. The Component Libraryappears.

Click the arrow next to WMI, then specify the number of components you want to add
by clicking the up and down arrows next to Formatted.

Click Add Selected.
Enter or select the appropriate information:

A W

Enabled. Select this option to enable or disable the component.

Action Policy. Select an action policy from the list for the component.

w W W O Ul

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.

@ Important: If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

§ Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the WMIFormatted Counter Check
component boxes.
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8

Click Save to save your changes or click Save and Close to complete your changes.

WMI Formatted Counter Check component boxes

You may configure the following boxes for the WMIFormatted Counter Check component:

]

8§ Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
8 Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

§ Polling frequency. Selecta time (in minutes or hours) youwant APM to wait
between polls.

Performance Counter. The performance counteryou would like to monitor.

Instance. Type the instance name or click browse (...) to access the WMIPerformance

Counter dialog and select the specific device, performance counter,and application
instance you want to monitor.

§8 Polling timeout. Enter thelength oftime APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs

and APM stops tryingto connect to the device. This is considered a failed connection.

§ Warning threshold. Enter the componentthresholds for the warning state. For

example, if the component valueis greaterthan 90 for 5 minutes, put the component

in the warning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if

the componentvalueis greaterthan 95 for 5 minutes, put the componentinthe
down state.

Adding aWMI Raw Counter Check component

The WMI Raw Counter Check componentallows you to use Windows credentials to monitora

specific application instance running on a device. You may add a WMIRaw Counter Check
component to an application profile or an applicationinstance.

]

Note: Adding componentsto an application profile (on page 22) helps create the foundation
of the application profile. After adding components to an application profile, you must
create an application instance to monitor an application ona device (on page 124).Learnmore
about APM terminology (on page 2).

Toadd a WMIRaw Counter Check component to an application profile:

1

From the WhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.
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2 Selectthe application profile for which you want to add a component, thenclick
Edit/View Application Profile. The Componentslist appears.

3 Click Add Components. The Component Libraryappears.

4  Click the arrow next to WMI to expand the dialog controls used to add the
component(s).

5 Specify the number of componentsyou want to add by clicking the up and down
arrows next to Raw.

6 Click Add Selected.
7 Click browse (...) next to the TEST Device box to launch the Select a Device dialog.

TEST Device | |

8 Selecta device from the navigation tree on which to test the individual component and
click OK.

9 Click Test to test the componenton the selected device (optional). Toremove the
device override and revert to the device associated with the application component,

click X

Note: If no test device is selected,the component is tested on the test device associated
with the application profile.

Testdevices are notsaved as part of the application profile.

10 Enter orselectthe appropriate information in the WMIRaw Counter Check component
boxes.

11 Click Save to save your changes or click Save and Close to complete your changes.

Toadd a WMIRaw Counter Check component to an application instance:

1 FromtheWhatsUp Gold web interface, go to APM > Configuration. The All Application
Profiles page appears.

2 Selectthe applicationinstance for which you want to add acomponent.
Click Add Components. The Component Libraryappears.

Click the arrow next to WMI, then specify the number of components you want to add
by clicking the up and down arrows next to Raw.

Click Add Selected.
Enter or select the appropriate information:

A~ W

Enabled. Select this option to enable or disable the component.

Action Policy. Select an action policy from the list for the component.

w W W O Ul

Device Override. (Optional) Override the device associated with the instance and
designate a specific device to assign to the component.

§ Click browse (...) next to the Device Override boxto launch the Select a Device
dialog.
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@ Important:If the device you want to use is configured with a WhatsUp Gold down
dependency, make sure that you use a cloned device for this device selection in the
Application Performance Monitoring plug-in. For more information, see the Dependencies
overview.

§ Selecta device from the navigation tree on which to test the individual
componentand click OK.

8 Click Test to test the componenton the selected device.

Note: Click :?{ to remove the device override and revert to the device associated with the
application instance.

7 Enterorselectthe appropriate information in the WMIRaw Counter Check component
boxes.

8 Click Save to save your changes or click Save and Close to complete your changes.

WMI Raw Counter Check component boxes
You may configure the following boxes for the WMIRaw Counter Check component:

8 Name. Enter aunique name for the component.
§ Description. (Optional) Enter additional information about the component.
§ Critical. Click to select this check box if the component is critical.

Note: Components specified as critical cause the application to go into a down state when
the component is out of threshold. Non-critical components cause the application to go into
a warning state. For more information on application states, see Working withapplication
states (on page 159).

8 Polling frequency. Select a time (in minutes or hours) youwant APM to wait
between polls.

Performance Counter. The performance counteryou would like to monitor.

Instance. Type the instance you would like to monitoror click browse (...) to access
the WMI Performance Counter dialog and select the specific device, performance
counter, and application instance.

§ Pollingtimeout. Enter the length of time APM attempts to connect to the selected
device. When the time you enter is exceeded without connecting, a timeout occurs
and APM stops tryingto connect to the device. This is considered a failed connection.

8 Warning threshold. Enter the componentthresholds for the warning state. For
example, if the component valueis greaterthan 90 for 5 minutes, put the component

in the warning state.

§ Downthreshold. Enter the component thresholdsfor the down state. For example, if
the componentvalue is greaterthan 95 for 5 minutes, put the componentinthe
down state.
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Working with application instances

Application Performance Monitoring (APM) allows you to create an instance or multiple
instances (on page 124) to monitor your applications. Each instance is created froman
application profile (on page 20) and inherits the componentsassociated with that profile.
Inherited components (on page 125) are linked to the application profile. This means thatany
changes to the application profile result in the associated application instance(s) being
changed as well.

For example, if you create an application instance called "My Device". This application
instance is created using an application profile containing the following components:

§ CPU Utilization
§ Disk Utilization
§ Physical Memory Utilization

You also decide to add a fourth component, Virtual Memory Utilization, to this instance.
When the application profile is updated, the first three inherited componentswill be updated
as well (unless you override their values). The fourth component thatyou addedto the
instance will remain unchanged. This allows you to customize your applicationinstances to fit
your needs, while providing you with basic application profiles that youcan use as your
building blocks for creating application instances. Learn more about APM terminology (on
page?2).

Creating an application instance

After an application profile (on page 20) has been created, you may create an instance from
the application profile that includes the application(s) you want to monitor.

Tocreate an application instance from an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectan application profile, then click Add Application Instance associated with an
application profile.
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The Configure New Application Instance page appears.

Name

Drescription

Deviee | =

TEST Timeout [0 | seconds

Action Policy Mo Action Palicy)

Enter or select the appropriate information:

Name. Enter aunique name for the application instance.
Description. (Optional) Enter additional information about the applicationinstance.

Device. Click browse (...) to select a device to save to the application instance.

w W W W W

TEST Timeout. Use this box to indicate how long a component test should runprior to
timeout.

wn

Action Policy. Select an action policy for the application instance.

8 In Maintenance. Select this option to put the application instance in maintenance mode.
While in maintenance mode, the applicationinstance will not be monitored.

4 (Optional) Configure the inherited profile components (on page 125) of the application
instance or add new components (on page 35), add critical component groups (on page
133), or add discrete applications (on page 136) to the application instance.

5 Click Save to save your changes or click Save and Close to complete your changes.

Configuring inherited profile components in an application
instance

You can override certain values forcomponentsthatare inheritedfrom an application profile,
butyou cannot change valuesthat change the purpose of the component. Any new
components addedto an instance can be configured, but willnot be saved as part ofthe
application profile. For example, if you create an instance to monitorthe CPU utilization on a
device using a preconfigured application profile, you cannot configure the inherited CPU
Utilization component. Youcan, however,add components to the instance and configure as
desired.
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To configure inherited profilecomponents inan application instance:

1
2

4

Create an application instance (on page 124) from a preconfigured application profile.

From the Configure ApplicationInstance page with an instance selected, in the
components list click (») to expand the desired componentinformation.

4, [l @ W CPU Utikzation Using 5 Minutes Na Yes Warn = 100% Duration 10 Minutes Test COptions -
ﬁ SHMP Virtual Dawn = 100% Duration 20 Minutes
nabled " Override  Name CPU Urifization Using SHMP/ Virtual L]
Action Palicy {No Action Palicy] = s Description
Devace Ouerride — || Corrtical Mo

Folling frequency 3 Minutes

Polling tirmeout 2 Seconds

Beller retries 1

= 100% Duratren 10 Minutes

= 100% Durathon 20 Minutes

Enter or select the appropriate information:

Enabled. Select this option to enable or disable the componentin the application
instance.

Action Policy. Select an action policy for the component.

Device Override. Click browse(...) to override the device associated with the instance
and designate a specific device to assign to the component.

If applicable, click Override next to the values you want to configure, and thendesignate
anewvalue.

Click Save to save your changes or click Save and Close to complete your changes.

Learning about Application Performance Monitoring component's
instance state precedence

The overall application instance state (Up, Down, Warning, Unknown, or Maintenance) is
determined by the state of the components within the instance. The following are the
instance state levels of precedence, with level 1in the table below being the highest state
priority and level 8 being the lowest state priority.

Application
Performance
Monitoring
Instance State
Priority

Application Performance Monitoring Instance State (precedence)

APM Maintenance component. The Maintenance state indicates that the instance 1
level monitor has been placed into a Maintenance state.
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Down state critical component. A Down state for a critical componentindicates 2
that one or more of an application’s critical components, component groups or
applications has exceeded its down threshold. If a critical componentisin the

Down state, the instance goesinto the Down state or a state with higher

precedence.

Warningstate critical component. The Warning state for a critical component 3
indicates that one or more critical components or applications has entered the
Warning state. If a critical componentis in the Warning state, the instance goes

into the Warning state or a state with higher precedence.

Unknownstatecritical component. The Unknown state for acritical component 4
indicates that the state of a critical componentor application cannot be

determined. If acritical componentis in the Unknown state, the instance goesinto
the Unknown state or a state with higher precedence.

Down state component. The Down state foracomponentindicatesthatoneor 5
more of an application's non-critical components, component groups or

applications has exceeded its down threshold. If acomponentis in the Down state,
the component'sinstance will be in a state determined by the highest level of state
precedence of all of the components.

Warning state component. The Warning state foracomponentindicates thatone 6
or more non-critical components or applications have entered the Warning state. If

a componentisinthe Warning state, the component'sinstance will be in the
Warning state determined by the highest level of state precedence of all of the
components.

Up/Critical Up statecomponent. The Up state foracomponentindicates that 7
one of the monitored components, critical component groups and applications

that are defined in the application instance are in the Up state. If a component or
critical componentisin the Up state, the component'sinstance will be in a state
determined by the highestlevel of state precedence of all of the components.

Unknown state component. The Unknown state foracomponentindicatesthat 8
the state of the component or application cannot be determined. If acomponent is

in the Unknown state, the component's instance will be in astate determined by

the highest level of state precedence of all of the components.

Examples of Application Performance Monitoringcomponent'sinstance state precedence:
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Application Performance Monitoring  Resulting Application Performance Monitoring Instance
Component states State

All components, critical and non-critical
in Application Profile 1, are inan Up state,

therefore the instance (Instance1)isinan  Application Performance Monitor

Dashboard Devices Reports Logs APM 1

Up state.
-~ All Applications (1)
- — & Access Control (1)
.'; Application Profile 1 (1)
= . Instance 1
. Windows Update:
Mon-Critical
. Windows Time: Mon-
Critical
. Print 3pooler: Critical
. Mumber of Processes:
Critical
Print Spooler (critical componentin Dashboard Devices Reports Logs APM  In
Unknown state) takes precedence over
Windows Update (non-critical Application Performance Monitoril
componentin Down state), therefore the
instance (Instance 1) isinan Unknown _— Al Applications (1)
state.

- — En Access Control [1)
E ﬁ Application Profile 1 {1}
Instance 1

. Windows Update:
Mon-Critical

. Windows Time: Mon-
Critical

Print Spooler: Critical

. Mumber of Processes:
Critical
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WindowsUp_date (non'critical_ Dachboard Devices Reports Logs APM
componentin Down state), with all other

componentsin Upstate, thereforethe  Application Performance Monitori
instance (Instance 1) isinaWarning state.

- All Applications (1)
- — &xn Access Control (1)
. N .
) Application Profile 1 (1)
Instance 1

B Windows Update:
Man-Critical

B windows Time: Mon-
Critical

. Print Spoaler: Critical

. Mumber of Processes:

Critical
Print Spooler (critical componentin Dashboard Devices Reports Logs APM 1
Downsstate) takes precedence over L. L,
Windows Update (non-critical Application Performance Monitori
componentin Down state), therefore the
instance (Instance 1) isinaDown state. o Al Applications 1)

- & Access Control (1)
r - . -
- Application Profile 1 (1}
. Instance 1

. Windows Update:
Mon-Critical

. Windows Time: Mon-
Critical

. Print 3pooler: Critical

. Mumber of Processes:
Critical
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Instance 1 (instance) is placedin Dashboard Devices Reports Logs APM 1
Maintenance mode, thereforeall . . . .
components within this instance are Application Performance Monitori

placedin Maintenance mode.
All Applications (1)

- & Access Control (1)
H’-‘ Application Profile 1 1)
.Instance 1
. Windows Update:
Man-Critical
. Windows Time: Mon-
Critical
. Print Spoaler: Critical

. Mumber of Processes:
Critical

For more information, see Working with application states (on page 159).

Working with critical component groups

A critical component group is a grouping of componentsthatcontainsspecific logic to allow
for complexevaluation of the up/down state of an application. For example, given four
components A,B,Cand D, the following logic can be applied, so that if A and B are down or C
and D aredown the application is placed into the down state. (A and B) or (Cand D)). Critical
component groups are alwaysconsidered "critical”, in that if a critical component group is
evaluated to be in the down state, the entire application is in the down state. For example,
you create a critical component group called Device Utilization and assign the following
components to the group:

§ CPU Utilization

§ Disk Utilization

§ Physical Memory Utilization

§ VirtualMemory Utilization
You thenassign the following state logic (on page 159) to the critical component group: If
CPU Utilization and Virtual Memory Utilizationequal Down and Disk Utilization equal
Warning, then the component group is Down. Since this component group is considered

“critical", the application instance that containsthis critical component group would also be
Down.

]

Note: Afteraninstance has been created, each component usesone license each since they
are individual components of an application instance.
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Learn more about APM terminology (on page 2).

Adding critical component groups to an application profile

There must be at least two components included in a critical component group. For more
information, see Working with critical component groups (on page 130).

Toadd acritical component group to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a critical component group,
then click Edit/View Application Profile. The Components list appears.

In the Componentssection, click Add critical component group.
. Add critical component group

3
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information appears.

The Critical Component Group

4 @@ Critical Yes [ Test Options =

Cemponent Group

Name ECriticeI Companent Group |

Description

State Configuration
I

l Select a component = | Down EJ And El [* 'I

Component greup is down when <3Select a component> = Down

Enter or select the appropriate information:
Name. Enter aunique name for the critical componentgroup.
Description. (Optional) Enter additional information about the critical component group.

w W W N

State Configuration. Select a configurationfor the critical componentgroup. For
example, if CPU Utilization component is down and the Disk Utilization componentis

down, then the component group is down.

State Configuration
i

CPU Utilization Using SNMP Virtual [«] = | o EH | And [»] | 1 v; i’ ||
-'[]isicU‘tiliﬂtiunﬂsingSNMFMrtual = | Down [E” |* _r; '_ﬂ

Then w |the component group 15 down (and therefore, the application is down],

Component group is down when
{ CPU Utilization Using SNMP/Virtual = Down And Disk Utilzation Using SNMPVirtual = Down )

5 Click Save to save your changes or click Save and Close to complete your changes.

Learn more about APM terminology (on page 2)
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Adding critical component groups to an application instance

Toadd acritical component group to an application instance:
1 Create an application instance (on page 124).

2 Inthe Componentssection, click Add critical component group.
£} Add critical component group
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w W W W W W

The Critical Component Group information appears.

~ Source: Compenents unigue to this Application Instance

4 g W critical Wes Ves | Test | Options
Companent : =
Group 2
P " Name | Crtical Companent Group 2
Action Policy {Ma Action Pelicy) [=l  Description

State Configuration
¥

-SdtctlcomponmiE.i = [ Down IEL. !And“.E- @ |

Component growp is down when <Select 2 compenent> = Down

Enter or select the appropriate information:

Enabled. Select this option to enable or disable the criticalcomponent group.

Action Policy. Select an action policy for the critical component group.

Name. Enter aunique name for the critical componentgroup.

Description. (Optional) Enter additional information about the critical component group.

State Configuration. Select a configurationfor the critical componentgroup. For
example, if CPU Utilization component is downand the Disk Utilization component is
down, then the component group is down.

m Note: When a critical component groupis added to an application instance, notinherited

from the profile, you must add additional unique components for the critical component
group to evaluate for application states.

4 Click Save to save your changes or click Save and Close to complete your changes.
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Working with discrete applications

Adiscrete application is an application upon which a complexapplication has a dependency.
Forexample, IIS and SQL Server are discrete applications on which the complexapplication
WhatsUp Gold is dependent. A discrete applicationis used when you are monitoring a

complexapplication. You may add adiscrete application to an application profile (on page 26)
or add a discrete application to an application instance (on page 136) as acomponent. Learn

more about APM terminology (on page 2).

m Note: Adding a discrete application to an application profile helps build the foundation of
the profile, but does notadd the discrete application to an application instance.

Adding discrete applications to an application profile

Adiscrete application is an application upon which acomplexapplication has a dependency.
Forexample, IIS and SQL Server are discrete applications on which the complexapplication
WhatsUp Gold is dependent. A discrete applicationis used when you are monitoring a
complexapplication. Learn more about APM terminology (on page 2).

Toadd adiscrete application to an application profile:

1 FromtheWhatsUp Gold web interface, go to APM >Configuration. The All Application
Profiles page appears.

2 Selectthe application profile for which you want to add a critical component group,
thenclick Edit/View Application Profile. The Components list appears.

3 Inthe Componentssection, click Add application, then select an application profile

type fromthelist.

[3 Add application = I
| (@ File Server
| @ Ipswitch WhatsUp Gold
¥ P Microsoft Hyper-V
| > Microsoft SQL Server
Ay Microsoft Windeows
b Printing
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The discrete application appears in the Components section.

Pl BT Microsoft Hyper-V

MName | MbﬁcsuHHy;Jer\-'d'

Description

Enter or select the appropriate information:
Name. Enter aunique name for the discrete application.
Description. (Optional) Enter additional information about the discrete application.

Critical. Select this option if the discrete application is critical.
Click Save to save your changes or click Save and Close to complete your changes.

gl w w w N

Adding discrete applications to an application instance

Adiscrete application is an application upon which acomplexapplication has a dependency.
Forexample, IIS and SQL Server are discrete applications on which the complexapplication
WhatsUp Gold is dependent. A discrete applicationis used when you are monitoring a
complexapplication. Learn more about APM terminology (on page 2).

Toadd adiscrete application to an application instance:
1 Create an application instance (on page 124) from a preconfigured application profile.
2 Inthe Componentssection, click click Add application, then select an application.
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The discrete application appears in the Components section.

x = B Microsoft SQL Server Mo

Application instance | (Select an Application Instance) [z Mame
Enabled £l Deseription
Action Palicy | [Ne Action Pokicy) =l

3 Enterorselect the appropriate information:

wn

Application instance. Select the application instance to be monitored for the
component.

Enabled. Select this option to enable or disable the discrete application.

Action Policy. Select an action policy for the discrete application.

Name. Enter aunique name for the discrete application.

Description. (Optional) Enter additional information about the discrete application.

Critical. Select this option if the discrete application s critical.
Click Save to save your changes or click Save and Close to complete your changes.

N w w w w w
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Working with action policies in APM

Application Performance Monitoring (APM) allows you to configure action policies that can
be applied to application instances and componentsthat youare monitoring with APM.

An action policy determines actionsto take when an application instance or component
transitionsfrom one state to another. The transition to statesare up, down, warning, and
maintenance. You must create one or more actions before creatingan action policy. You may
also apply a blackout policy to the action policy. The blackout policy determineswhen to
apply the action policy and when it should be ignored due to routine activities, such as
maintenance periods.

@ Important: All applications and systems monitored with Application Performance
Monitoring must have their system clocks synced so that Action Policies and Actions work
correctly according to the settings and scheduled actions.

To access the action policies feature in the WhatsUp Gold web interface, go to APM >
Actions Management > Action Policies.

Use the APM Action Policies page to configure new or existing policies.

8 Click Add Action Policy to configure a newaction policy.
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§ Selectan action policy, then click Edit in Options to modify its configuration.

§ Selectan action policy, then click Delete to remove it from the library.

Creating an action policy in APM

Action policies enable you to determine the actionsyou would like the system to perform
when aninstance or component transitions fromone state to another. The state transition
rules evaluate whether to permit the associated action to fire based on the amountoftime
the source was ina previous state. The action rulesdetermine which action to fire, howlong
towaitin the target state before firing the action, and which blackout policy to apply. The
blackout policy prohibits an action fromfiring during defined periods of time when activities
such as server maintenance generate large numbersof actions thatare not of interest.

Edit Action Policy
Name Componentlevel_Palicy2

Sources

Applications and companents currently using this action policy.

Name X:
T T No records to display
Up | Down | Waming | Maintenance
Event: a source goes into the UP state,
State Transition Rules
Initiate this policy on assigned sources if any of the following state transition rules are met.
Actwe | From state For at least
| Down 0 minutes ¥
| Maintenance ] minutes =]
| Waming 0 minutes ]
| Unknown ] minutes ¥
Action Rules
Perform these actions at the stated time interval while the target remains in the UP state.
Forselected ¥ ] Create new action | 4 Create new blackout policy
™ | Action Y Fire after (minutes) & T Blackout policy X
o4 fofr w Mo records to display
ancet (5o

The Sources area displays the application instances to which the application policy is applied.
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State Transition Rules

State transitionrules use the timein the previous state (state transition criteria) to evaluate
whether to perform an associated action for each state transition type (Up to Down,
Maintenance to Down, Warning to Down, Up to Unknown, etc.). If the source was in the
previous state for the amount of time stated in the rule prior to transitioning to the current
state, the action defined in the Action Rules section is performed. Using state transition
criteriacan help reduce the number of state transitions that cause an actionto fire by
ignoring state transitionsthat are shortlived or intermittent.

Forexample, you can create a state transition rule that performsan email action when the
source goes to the Down state (target currentstate) from the Up state (previous state) and
had beenin the Up state for at least 5minutes prior to enteringthe Down state (state
transition criteria). This state transition rule does notcause the action to fire for state
transitionswhere the source was in the Down state for less than 5 minutes.

The state transitionrules may be defined for the following current states, each represented
by a separate tab:

§ Up. Designate the state transitionrules for each eventgoing to the Up state from Down,
Maintenance, Warning,or Unknown.

§ Down.Designate the state transition rulesfor each event going to the Down state from
Maintenance, Up, Warning, or Unknown.

§ Warning. Designate the state transitionrules for each event goingto the Warning state
from Down, Maintenance, Up, or Unknown.

§ Maintenance. Designate the state transition rules for each event goingto the
Maintenance state from Down, Up, Warning, or Unknown.

Action Rules

The Action Rules section allows you to designate the actionsthatoccur when a State
Transition Rule for the target current state is met. Forexample, you may assign the email
action to occur when the source goesinto the Up state fromthe Down state andremainsin
the up state for 5 minutes, after meeting the state transitionrule of having been in the Down
state for at least 10 minutes before transitioningto the Up state.

Tocreate a new action policy in APM:

1 FromtheWhatsUp Gold web interface, go to APM > Actions Management > Action
Policies. The Action Policies page appears.

Click Add Action Policy. The Edit Action Policy page appears.

Enter aunique Namefor the Action Policy.

Select the Up tab and create the state transitionand action rulesfor the Up state.
Select the Downtab and create the state transitionand action rules for the Down state.
Select the Warning tab and create the state transition and action rulesfor the Warning
state.

7 Selectthe Maintenance tab and create the state transitionand action rulesfor the
Maintenance state.

o Ok~ WN
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8 Click Save or Save and Close. The Action Policy is added to the Action Policies list on
the Action Policies screen.

Tocreate the state transition and action rules for transitions to the Up state:

1 |Iftheassociated actions areto be triggered fromthe Down to Up transition, select
Downand enter the minimum amount of time the source must have been in the Down
state prior to the transition.

2 Iftheassociated actions areto be triggered fromthe Maintenance to Up transition,
select Maintenance and enter the minimum amountof time the source must have been
in the Maintenance state priorto the transition.

3 Iftheactionisto be triggered by a transitionfrom the Warning to Up transition, select
Warning and enter the minimum amountoftime the source must have beeninthe
Warning state priorto the transition.

4 |Iftheactionis to be triggered by atransitionfrom the Unknown to Up transition, select
Unknown and enter the minimumamount of time the source musthave beeninthe
Unknown state priorto the transition.

5 Createtheactionrules to be associatedwith transitionsto the Up state.

Action Rules

-.} Create new action L} Create new blackout policy m

T  Fire after (minutes) 4 T | Blackout policy y

....... ‘ v Save
i Please select an action v 0.00 v None v
® Discard -

a) Click Add action rule. The Action rule dialog controls appear.

b) Selectan Actionfrom the list of currently configure actions. If the list is empty, click
Create new action to configure a newaction for the policy.

c) Enterthenumber of minutesto wait after entering the Up state before firing the
actionin the Fire after (minutes) box.

d) SelecttheBlackout policy youwant to apply to the action. If the list is empty, click
Create new blackout policy to configure a new blackout policy for the action policy.

e) Click Save. Theactionisaddedto the Actions list.
6 Whenyou have completed configuring the policy, click Save and Close.
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Managing Action Policies

Action Policies are managed from the Running Action Policies screen, accessible from the
APM Status page (APM > Status), in the Current Status section of the page. Here you can see
all of the Action Policies that are active in your APM environment. Information about the
source being monitoredby the policy, the currentstate, any actionstaken, as well as the next
action to be takenis visible in a table that can befiltered and sorted for quick access to the
dataabout your actionpolicies. You can also acknowledge any action policies with
outstandingactionsfrom this screen.

w Running Action Policies {0}
Acknowledge Sebected L7

Sodurce T | State Y Action Policy Y | Next Action Y Next Action Time T

1 n -

The following fields are available for filtering and sorting:

§ Source. Theapplication or component to which the Action Policy is being applied.

§ State. Thestate ofthe application or componentto which the Action Policy is being
applied.

§ Action Policy. The name ofthe Action Policy being applied to the application or
component.

8 MostRecent Action. The mostrecent action that hasfired in response to a condition of
the Action Policy.

§ Next Action. The next action that will fire in response to a condition of the Action Policy.

§ Start Time. The time at which the first condition was met that causedan action tofirein
response to the Action Policy.

Toacknowledge an action policy:
1 Selecttheaction policy youwant to acknowledge from the Running ActionPolicies list.

2 Click Acknowledge Selected.
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Assigning an action policy to an APM instance or
component

After Application Performance Monitoringactions,action policies, and blackoutpolicies are
created, you can assign an action policy to an application instance or component.

Toassign an action policy to an application instance or component:

1 FromtheApplication Performance Monitoring Configuration tab, in the Application
Profiles navigation tree, select the application profile component for which you want to
addanaction policy. The Application Instances appear.

Select the instance for which you want to add an action policy, then clcik Edit.

The Components page appears.

3 IntheAction Policy box, select the Action Policy you want to apply to all of the
componentsin the instance.

1Nnmm|§uﬁ:ﬂ

- or -
In the Componentssection below, expand acomponent youwant to apply to a specific
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component.

Working with actions in APM

Application Performance Monitoring (APM) allows you to designate specificactions to
execute when an application instance or componentis outside of its action policy thresholds.
For example, you may designatethat an email is sent to yourcompany emailaddress each

time an event occurs.

The access the Actions page in the WhatsUp Gold web interface, go to APM > Actions, then

click Actions in the Actions Managementtree.

Actions

For selected »

Drag & column header and drop it here to group by that column

= Add Action

e T aoe  Decon v B
C | LogtoTetFie Loghlel Ly s it e ki W
™ | Logta TextFile |I.£gﬁg Log to text file action m’ -
.h p E_J L] Displaying records 1 - 20f 2 .

Use the APM Actions page to configure new or existing actions.

§ Click Add Action to configure a new action (on page 145).
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§ Select Edit from the Options menuassociatedwith an action to modify an action’s
configuration.

Actions

P

Drag a column headier and drop it here to group by that column _ |
Lo T e | Resieton T L
[ Log to TextFile |% Log to text file action

[T | Log toText File |J.;mllﬁ Log to text file action ]
Mo fa]e w mmm‘;:‘uz |

§8 Select Delete from the Options menuassociatedwith an action to remove an action
fromthelibrary.

Creating an action in APM

Tocreate a new action in APM:;

1

O Ul Ww W N

From the WhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

Click Add Action. The Edit Action page appears.

Select an action from the Action Type list. You can add any of the following WhatsUp
Gold action types: Active Script, Email, Log to Text File, Windows Event Log, PowerShell
Script, Program, Service Restart, SMS, SMS Direct, SSH, Syslog, VMWare.

Tip: Click the Helpicon to the right of an action type to view information for that action type.

Enter the appropriate information:
Name. Enter aunique name for the action.
Description. (Optional) Enter additional information about the action.

Enter or select the appropriate information into each of the action boxes.
Click Save to save your changes or click Save and Close to complete your changes.

Adding an Active Script action

This action allows you to write either VBScript or JScript code to performa customized action.
If the script returns an error code, the action failed.

T

Note: This script action has a context object you can use to get specific information about
the context of the action.

Note: We have provided several code samples for you to create useful script actions for your
devices.

Note: All script features in WhatsUp Gold utilize the SNMP API.
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Toadd a new Active Scriptaction:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

2 Click Add Action. The Edit Action page appears.

3 Select Active Script from the Actiontype list. The boxes for the Active Script action
appear.

4 Enterorselectthe appropriate information:

Name. Enter a unique name for the action. This name displays in the Action Library.

§ Description. (Optional) Enter additional information about the action. This description
displays next to the actioninthe Action Library.

§ Timeout (seconds). Enter thelength of time WhatsUp Gold attemptsto connect to the
selected device. When the time you enter is exceeded without connecting, a timeout
occurs and WhatsUp Gold stops trying to connectto the SMTPserver. This is considered a
failed connection.

Note: Though the maximum timeout is 60 seconds, you are discouraged from using a
timeout longer than the default of 10 seconds. You are encouraged to use the shortest
timeoutpossible.

§ Script type. Select the scripting language that youwant to use to write this active script
(either VBScript or JScript).

§ Script text. Enter your action code here.

T
Note: We do not recommend thatyou use percent variables in script text, because they may

resolve to text containing special characters (*' (quotes), """ (double-quotes), % (percent),
new line characters, and the like) that may break your script.

5 Click Save. The actionis added to the Actions list.

Adding an E-mail action

The E-mail action sends an SMTP mail message to a specific e-mail account. An E-mail action
can also be used as an e-mail notification in the WhatsUp Gold Alert Center. While you can
configure this action on both the console and web interface, you can only configure the Alert

Center notification message on the web.

Toadd an E-mail action:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

Click Add Action. The Edit Action page appears.
Select E-mail from the Action type list. The boxes for the E-mail action appear.
Enter or select the appropriate information:

w b~ WDN

Name. Enter aunique name for the action. This name displays in the Action Library.
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§

7

Description. (Optional) Enter additionalinformation about the action. This description
displays next to the action in the Action Library.

Complete the informationon the Configuration tab. This tab contains options
pertaining to the action e-mail destination.

SMTP Server. Enter the IP address or Host (DNS) name of your e-mail server (SMTP mail
host).

Port. Enter the port numberon which the SMTP server is listening.

Timeout (sec). Enter the length of time WhatsUp Gold attemptsto connect to the
selected device. When the time you enter is exceeded without connecting, a timeout
occurs and WhatsUp Gold stops trying to connectto the SMTP server. This is considered a
failed connection.

Mail To. Enter the emailaddresses to which you want to sendthe alert. Emailaddresses
must be fully qualified. You can enter multiple addresses, separated by a semi-colon (;),
comma(,), or the [SPACE] character. The address should notcontain brackets, braces,
quotes, or parentheses.

Mail From. Enter the emailaddress you want to appear in the From field of the e-mail
thatis sent by the Emailaction.

SMTP server requires authentication. Check this option if your SMTP server uses
authentication. This enables the Username and Password boxes.

The Email action supports three authentication types:
§ CRAM-MD5
§ login
§ plain
The authentication type is not configurable. It is negotiated with the SMTP server
automatically.
Username. Enter the username for SMTP authentication.
Password. Enter the password of the username for authentication.
Usean encrypted connection (SSL/TLS). Check this option if your SMTP server requires
the datato be encrypted over a TLS connection (formerly knownas SSL).

Complete the informationon the Mail Content tab. This tab contains options
pertaining to the action email message content.

Subject. Enter a text message or edit the default message.You can use percent variable
codes (on page 155) to display specific information in the subject.

Message body. Enter a text message or edit the default message. You can use percent
variable codes (on page 155) to display specificinformation in the message body.

Click Save. The E-mail action is added to the Actions list.

Adding aLog-to-TextFile action

TheLog to Text action logs custom messages to specified text files.
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Toadd anew Log to Text File action:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

2 Click Add Action. The Edit Action page appears.

3 SelectLog to Text File from the Action type list. The boxes for the Log To Text File
action appear.

4 Enterorselectthe appropriate information:
Name. Enter aunique name for the action. This name displays in the Action Library.

§ Description. (Optional) Enter additional information about the action. This description
displays next to the actioninthe Action Library.

8 Logfile.Enter thefull path to the location where the log file will bee written.

§ Log filewrite mode. Select Append to have log messages appended to the Log file.
Select Overwrite to have log messages overwriteexisting log messages.

§ Log Message. Enter the message that will be written to the log file. This message
supports percentvariables. The default log messageis:

Y%Application.Applicationlnstance. ApplicationName is
Y%Application.Applicationlnstance.CurrentState.

Details:

Application is hosted on
Y%Application.Appl icationlnstance.MasterDeviceDisp layName

Triggering component: %Application.Trigger ingComponent.Name

Triggering component’s current state:
Y%Application.TriggeringComponent. CurrentState

Triggering component’s previous state:
%Application.TriggeringComponent. PreviousState

This message was logged on %System.Date at %System.Time

Ipswitch WhatsUp Gold
5 Click Save. The Log to Text File actionis added to the actions list.

Adding aWindows EventLog action

The Windows Event Log action allows you to configure log messagesto post to the Windows
Event Viewer.

Toadd a Windows Event Log action:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

2 Click Add Action. The Edit Action page appears.

3 Select Windows Event Log from the Action type list. The boxes for the Windows Event
Logaction appear.

4 Enter orselect the appropriate information:
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§ Name. Enter aunique name for the action. This name displays in the Action Library.

§ Description. (Optional) Enter additionalinformation about the action. This description
displays next to the action in the Action Library.

§ Source. The origin of messages logged to the Windows Event Viewer. The defaultsource
is the Ipswitch WhatsUp Log Action.

§ Event ID.EnteraneventIDfor the messages thatare logged to the WindowsEvent
Viewer. The default event ID is 1000, the WhatsUp engine event ID.

§ Level. Select alevel for messages logged to the Windows EventViewer. You can select
Error, Warning, or Information. The default levelis Error.

§ Log Message. Enter alog message that displays in the Windows EventViewer. This
message supportspercentvariables. The default log messageis:

Y%Application.Applicationlnstance. ApplicationName is
Y%Application.Applicationlnstance.CurrentState.

Details:

Application i1s hosted on
%Application.Appl icationlnstance.MasterDeviceDisplayName

Triggering component: %Application.TriggeringComponent.Name

Triggering component’s current state:
Y%Application.TriggeringComponent. CurrentState

Triggering component’s previous state:
Y%Application.TriggeringComponent. PreviousState

This message was logged on %System.Date at %System.Time

Ipswitch WhatsUp Gold
5 Click Save. The Windows Event Log action is added to the Actionslist.

Adding aPowerShell Scriptaction

The PowerShellaction delivers arobust and flexible environmentto the experienced user for
developing custom actionsthrough direct access to scriptcomponent libraries, including the
NET Framework. For more information, see PowerShell action script examples.

*9 Important: WhatsUp Gold uses a 32-bit (i.e. x86) PowerShell engine. Therefore, only 32-bit
PowerShell snap-ins are supported and 64-bit only snap-ins will not function properly. Snap-
insusable in both 32-bitand 64-bit operating systems are configured for 64-bit systems by
defaultand must be manually configured for 32-bit PowerShell engine to function properly
with WhatsUp Gold.
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@ If you are using additional pollers with WhatsUp Gold, PowerShell must be installed and any
desired snap-ins must be registered identically on all poller machines for any PowerShell
performance monitors, active monitors, and actions to function properly. Associated errors
resulting from failed monitors will appear in the WhatsUp Gold Status Center. Errors resulting
from failed actions will appear in the WhatsUp Gold Event Viewer.

Toadd a new PowerShell script action:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

Click Add Action. The Edit Action page appears.

Select PowerShell Script from the Action type list. The boxes for the PowerShell Script
action appear.

4 Enterorselectthe appropriate information:

w N

§ Name. Enter aunique name for the action. This name displays in the Action Library.

§ Description. (Optional) Enter additional information about the action. This description
displays next to the action in the Action Library.

§ Timeout (seconds). Enter the length of time WhatsUp Gold attemptsto connect to the
selected device. When the time you enter is exceeded without connecting, a timeout
occurs and WhatsUp Gold stops trying to connectto the device. This is considered a failed
connection.

T

Note: You are highly discouraged from using a timeout longer than 10 seconds. Please use
the shortest timeout possible.

§ Usedevice credentials. Select this check box to execute the script using the Windows
credentials for the affected device. For additionalinformation, see Using the Credentials
Library.

§ Script Text. Enter your action code.

5 Click Save. The PowerShell Script actionis added to the actions list.

Adding aProgramaction

Program actions can be defined to launch an externalapplication when a statechange
occurs.

Toadd a new Program action:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

2 Click Add Action. The Edit Action page appears.

Select Program from the Action type list. The boxes for the Program action appear.

4 Enter orselect the appropriate information:

w
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§ Name. Enter aunique name for the action. This name displays in the Action Library.

§ Description. (Optional) Enter additionalinformation about the action. This description
displays next to the action in the Action Library.

§8 Program file name. Enter the file path where the working files for the application are
stored.

8 Working path. Enter thefile path where the working files for the application are
stored. The working pathis located on the serverwhere WhatsUp Gold is running.

§ Program arguments. Enter any percent variables youwant to pass to the specified
program.
5 Click Save. The Program action is added to the actions list.

Adding aService Restartaction

Toadd a Service Restart action:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

2 Click Add Action. The Edit Action page appears.

3 Select Service Restart from the Action type list. The boxes for the Service Restart
action appear.

4 Enterorselect the appropriate information:
§ Name. Enter aunique name for the action. This name displays in the Action Library.

§ Description. (Optional) Enter additional information about the action. This description
displays next to the action in the Action Library.

§ Service. Click browse(...) to select the desired service associated with your host.
§ Command. Select either Start or Stop, depending on whether you want the associated

alert to start or stop the service you haveselected.
5 Click Save or Save and Close. The Service Restart action is added to the actionslist.

Adding an SMS action

The SMS Action sends a Short Message Service (SMS) notification to a pager or cell phone
using an email gateway or dial-up modem. An SMS Action can also be used as an SMS
notification in the WhatsUp Gold Alert Center.

Toadd a new SMS action:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

Click Add Action. The Edit Action page appears.

Select SMS from the Action type list. The boxes for the SMS action appear.

Enter or select the appropriate information:
Name. Enter aunique name for the action. This name displays in the Action Library.

w W A~ WN

Description. (Optional) Enter additional information about the action. This description
displays next to the action in the Action Library.
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§ Country. Select the country for the SMS provider.

§ Provider. Select the desired provider. If the provider list isincomplete and/orincorrect,
you can click browse (...)to add, edit, or delete providersin this list.

§ Mode. Either Email or Dialup, depending on howthe provider was createdin the system.
§ Email to. If the connection setting is Email, enter the emailaddressofthe SMS device.

§ Phone Number. If the connection setting is Dialup, enter the phone number to call with
the message. You can entermultiple phone numbers, separated by acomma. Thereis a
2,000 character limitin this field. Also, non-numeric characterssuch as"-"and"." are
ignored.

§ Message. Enter atext message plus any desired Percentvariables for APM actions (on
page 155). Keep in mind that if you use percent variables, this will greatly increase the
character count. This message supports percentvariables. The default log message is:
Y%Application.Applicationlnstance. ApplicationName is
Y%Application.Applicationlnstance.CurrentState.

Message sent on %System.Date at %System.Time

Note: If the message exceeds 140 characters, the message will be broken into up to 3 parts
and will be sent as separate messages ("1 of 3", "1 of 2", etc.).

= Tip: Click Mobile Device Status to insertalink to the device status in the message.

5 Click Save. The SMS action appears in the Actions list.

Adding an SMS Direct action

SMS Direct messages are similarto SMS messages, except a phonelineis not required.
Instead, messages are sentdirectly to a cellphone, or other texting capable device, viaa GSM
modem. If the receiving phone is not active or is out of range when a SMS message is sent,
messages are received when the phoneis turned on. SMS messages are listed in the WhatsUp
Gold Action log.

You need the following items to use the SMS Direct Action:

§ GSM modem to connect to the WhatsUp machine
§ SIMcard for the GSM modem
§8 Cellservice/signalin the room in which the WhatsUp machine and GSM modemreside

Toadd a new SMS Directaction:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

Click Add Action. The Edit Action page appears.
Select SMS Direct from the Action type list. The boxes for the SMS Direct action appear.
Enter or select the appropriate information:

w MWD

Name. Enter aunique name for the action. This name displays in the Action Library.
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§ Description. (Optional) Enter additionalinformation about the action. This description
displays next to the action in the Action Library.

8 Phone number. Enter the cell phone number(s) of the intended SMS message recipients.

]

Note: All non-numericcharacters such as"-"and".", are ignored.

Note: There isa 2,000 character limitin this box.

§ COM Port. Select the COM port you want to use with this notification.

o
Note: The list displays all ports associated with the GSM modem, including virtual and hard-
wired, serial ports. You must select the portthat s assigned to the modem in the Windows
Device Manager.

§ Message. Enter atext message, plus any desired percent variable codes. Using percent
variables greatly increases charactercount.

T
Note: If the message exceeds 140 characters, the message may be broken into up to three

parts and is sent as separate messages ("1 of 3", "1 of 2", etc.), each message containing up to
140 characters, for atotal of up to 420 characters. Spaces are included in the character count

5 Click Save. The SMS Direct action appears in the Actions list.

Adding an SSH action

The SSH action connects to remote devices via SSHto execute commandsor scripts.

Toadd a new SSH action:

1 FromtheWhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

Click Add Action. The Edit Action page appears.
Select SSH from the Action type list. The boxes for the SSH action appear.
Enter or select the appropriate information:

Name. Enter a unique name for the action. This name displays in the Action Library.

w w A~ WDN

Description. (Optional) Enter additionalinformation about the action. This description
displays next to the action in the Action Library.

§ IP address. Enter the IPaddress of the device to which you want to connect using SSH.

Note: You can enter %Device.Addressinto the IP Addressfield; however, an SSH action

that does not specify a specific IP address in this field is not available in the Recurring Actions
wizard.
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§

T

§

5

Command to run. Enter the command to be run and executed on the remote device.
This command can be anything thatthe device caninterpret andrun; for example, a Unix
shellcommand or a perlscript.

Note: If you create ascript to run on the remote device, the script must be developed,
tested, and/or debugged on the remote machine. WhatsUp Gold does not support
manipulation of the remote script.

Line end character. Select the appropriate character type; either None, Linefeed, Carriage
return, or Carriage return linefeed.

SSH credential. Select the appropriate SSH credential that WhatsUp Gold usesto
connect to theremote device. If you select Use the device SSH credential, WhatsUp Gold
uses the SSH credential assigned to the device for which the IPaddress is listed above. If
the appropriate SSH credential is not listed, or the device has no SSH credentials assigned,
browse (...) to the WhatsUp Gold Credentials Library to configure aset of credentials.

Click Save. The SSH actionis added to the Actions list.

Adding aSyslogaction

When a device does notrespondto polling, you can send a Syslog message to a host that is
running a Syslog server.

To add a new Syslog action:

1

w W A~ WN

5

From the WhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

Click Add Action. The Edit Action page appears.
Select Syslog from the Action type list. The boxes for the Syslog action appear.
Enter or select the appropriate information:

Name. Enter a unique name for the action. This name displays in the Action Library.

Description. (Optional) Enter additional information about the action. This description
displays next to the actioninthe Action Library.

Syslog Server. Enter the IPaddress or hostname of the machine that is running the
Syslogserver.

Port. Enter the UDP port that the Syslog listener is listening on. The default port is 514.

Message. Enter a text message to send to the Syslogserver. This messagemay include
notification variables. The Syslog message boxlimits input to 511 characters. If
notification variables are used, then the message thatactually getssent s limited to 1023
bytes, in order to comply with the Syslog protocol. Non-visible ASClI characterssuch as
tabs and line feeds are replaced by space characters.

Click Save. The Syslog action is added to the Actions list.

Adding aVMware action

VMWare actions performoperations such as starting,stopping, or taking a snapshotof virtual
machines running on aVMware hostor being managed by a VMware vCenter server.
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Toadd a new VMware action:

1

w W A~ WN

§

From the WhatsUp Gold web interface, go to APM > Actions, then click Actionsin the
Actions Management tree. The Actions page appears.

Click Add Action. The Edit Action page appears.
Select VMware from the Action type list. The boxes for the VMware action appear.
Enter or select the appropriate information:

Name. Enter a unique name for the action. This name displays in the Action Library.

Description. (Optional) Enter additional information about the action. This description
displays next to the action in the Action Library.

VMwareserver |IP address. Enter the IP address of the VMware hostor vCenterserver
managing the virtual machine.

VMware credentials. Select the VMware credentials from the CredentialsLibrary for the

VMware host or vCenter server managing the virtualmachine. Click browse(...) to
manage credentials in the credentialslibrary.

VMware name. Select the Virtual machine VMware name for the virtual machine on
which you want the action performed. Youcan enter the VMware name, or select from
the list of virtual machines associated with the VMware host or vCenter server. Click
browse (...) to access thelist of virtual machinesassociated with the VMware host.

Operation. Select the operation you wantthe action to perform fromthe list.
The following operations can be performedon a virtual machine:

8 Power On.Powers up the virtualmachine and boots the guest operatingsystem if
the guest operating system is installed.

§ Power Off. Powers down the virtual machine. The virtual machine does not
attempt to gracefully shut down the guest operatingsystem.

8 Reset. Powers down the virtual machine and restartsit.

§ Shutdown. Shuts down the guest operatingsystem. If the guest operating system
automatically powersoffits host, thenthe virtual machine also powers off.

§ Suspend. Pauses the virtual machine activity; all transactionsare frozen.

§ Restart. Shuts down and restartsthe guestoperatingsystem;does not power off
thevirtual machine.

Take snapshot. Saves the current state of the virtual machine to the virtual disk of the
guest system.

5 Click Save. The VMware action is added to the Actions list.

Percentvariables for APM actions

Thefollowing percent variables are available for use with Application Performance

Monitoring (APM) actions:
Name Description
%System.Time Returns the system time.
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%System.Date
%System.InstallDir

%Application. Applicationinstance ApplicationiD

%Application.Applicationinstance ApplicationName

%Application. Applicationinstance Description

%Application.Applicationinstance CurrentState

%Application.Applicationinstance PreviousState

%Application.Applicationinstance MasterDevicelD

%Application. Applicationinstance MasterDeviceDisplayName

%Application. TriggeringComponentName

%Application. TriggeringComponent.PollTime

%Application.TriggeringComponent.Type

%Application. TriggeringComponent.CurrentState

%Application.TriggeringComponent CurrentValue

%Application. TriggeringComponent.Description

%Application.TriggeringComponent.CurrentValue

%Application.TriggeringComponent.DevicelD

%Application. TriggeringComponent DeviceDisplayName

%Application.TriggeringComponent.PreviousState

%Application.TriggeringComponent.PreviousValue

Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

Returns the system date.

Returns the install directory of the
WhatsUp Gold instance.

Returns the ID of the application
instance.

Returns the application name

associated with the application
instance.

Returns the description givento the
applicationinstance.

Returns the current state of the
application instance.

Returns the previous state of the
applicationinstance.

Returns the ID of the master device

associated with the application
instance.

Returns the display name of the master

device associated with the application
instance.

Returns the name of the component
that triggered the associated action.

Returns the time of the last poll of the
component that triggered the action.

Returns the type of the component that
triggered the action.

Returns the currentstate of the
component that triggered the action.

Returns the currentvalue of the
component that triggered the action.

Returns the current description of the
component that triggered the action.

Returns the currentvalue of the
component that triggered the action.

Returns the ID of the device associated

with the component that triggered the
action.

Returns the display name of the device

associated with the component that
triggered the action.

Returns the previous state of the
component that triggered the action.

Returns the previous value of the
component that triggered the action.
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%Application. TriggeringComponent. ThresholdConfiguration Returns the threshold configuration of
the component thattriggered the
action.

%Device.DatabaselD Returns the database of the device

associated with the component that
triggered the action.

%Device.DisplayName Returns the display name of the device

associated with the component that
triggered the action.

%Device.HostName Returns the host name of the device

associated with the component that
triggered the action.

%Device.Address Returns the IP address of the device

associated with the component that
triggered the action.

Note: If the source is an application instance or a group instance then the value of the
Device.DatabaselD percent variable is the ID of the master device assigned to the

application/group instance. If the source isacomponentinstance, then the value of the
Device.DatabaselD percent variable is the ID of the device assigned (overridden)to the

componentinstance. If no device is assigned to the componentinstance, then the value of
the Device.Databasel D percent variable is the ID of the master device assigned to the

application instance. Value of all other device specific percent variables will reflect the
properties of the device referenced by Device . DatabaselID.

@ Important: If the %Application.TriggeringComponent . DeviceDisplayNamevariable is

usedinan action it will returna"0" if it evaluates against the master device. If it evaluates
against an overriden device component, it returns the proper device display name.

Working with blackout policies in APM

Application Performance Monitoring (APM) blackout policies allow you to designate specific
days of the week and times that APM does not alert you on the health of the components
monitored with APM. For example, you may notwant to receive alerts on the weekend. To do
this, create a blackout policy that includes blackout times from 12:00AM Saturday to 12:00AM
Monday.

To access APM blackout policies in the WhatsUp Gold web interface, go to APM > Actions
Management > Blackout Policies.

Blackout Policies

4 Add Blackout Paficy

ader and drop it here to group by that column

T

L

Displaying records 1 - 1 of 1
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Use the APM Blackout Policies page to configure new or existing policies.

§ Click New to configure a new blackout policy (on page 158).
§ Selecta blackout policy, then click Edit to modify its configuration.

§ Selecta blackout policy, then click Delete to remove it from the library.

Creating a blackout policy in APM

Toschedule a new blackout policy in APM:

1 FromtheWhatsUp Gold web interface, go to APM >Actions Management > Blackout
Policies. The Blackout Policies page appears.

2 Click Add Blackout Policy. The Edit Blackout Policy page appears.
Edit Blackout Policy

Name [

Description d
=
Midnight (AM) Naoon (PM)

12 1 2 3 4 5 6 7 & 9@ 10 11 12 1 2 3 4
| [ i ] ]
| | 11

M siacked Out

ot | s | RO

3 Entertheappropriate information:
§ Name. Enter aunique name for the blackoutpolicy.
§ Description. Enter additional information aboutthe blackout policy.
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4 Click and dragto select the blackout periods you want to create.
Edit Blackout Policy

Name Weekend Blackout

Description Stops firing on weekends A

Clear || Revert

Midnight (AM} Noon (PM)

Fri L e S PR
Seo |0 O 0 1 Y ) ) S [

M Biacked Out

Cancel | Save |ESiUELTLTs L]

5 Click Save or Save and Close. The blackout policy is added to the Blackout Policies list.

Working with application states

Applications within WhatsUp Gold can have the following states:

§ Up(Green). The Up state indicates thatall of the monitored components,critical
component groups and applicationsthat are defined in the application instance are up.

§ Down (Red). The Down state indicates that one or more of an application'scritical
components, component groupsor applications has exceeded its down threshold.

§ Warning (Yellow). The Warning state indicatesthatone or more non-critical component
or application has entered the down state.

8 Unknown (Gray). The Unknownstate indicates that the state of the component or
application cannot be determined.

§ Maintenance (Blue). The Maintenance state indicates thatone or morecomponent or
application has been placed into a Maintenance state.

Components marked as critical cause the application to go into a Down state if the
componentis out of threshold. Non-critical components cause the applicationto gointoa
Warning state, unless allcomponents aredown, in which case the application goes into the
Down state. For more information abouthow Application Performance Monitoring
component states affect the Application Performance Monitoring instance state, see Learning
about Application Performance Monitoring component's instance state precedence (on page
126).

T
' Note: Groups are always evaluated as critical.

The following thresholds are monitored on an application level:
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CPU Utilization
Database Query
Disk Utilization
Memory Utilization
Network Port Check
Process Check
Script Execution
SNMP
SSHCommand
Windows Service Check
WMI

APM Actions Log

The APM Actions log provides information about the actionsthatare executed in response to
the state change ofasource. You can set the time range for the actionsyou want to see in the
Action Log. You can group andfilter thelog, as wellas export the log to acomma separated
list. The Action log provides the following fields:

§

w W W W W W W

Action. The name of the triggered action.

Action Policy. The name ofthe action policy that triggered the action.
Source. Theinstance or componentwhose state changetriggered the action.
Indicator. A visualindication of the state.

State. The state to which the source transitionedwhen the action occured.
Activity.

Details. Details about the action.

Log Date. The date and time at which the action occurred.

Toset the date and time range:
1 SettheStartdate.

a) Selectthecalendaricon. The calendarappears.

b) Choosethestart date. The date appears in the Start Date box.
Set the Start time.

a) Selectthewatchicon. Thetime listappears.

b) Selectthestarttime. The time appears in the Start Date box.
Setthe End date.

a) Selectthecalendaricon. The calendar appears.
b) Choosetheenddate. The date appearsin the End Date box.
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4 SettheEndtime.
a) Selectthewatchicon. Thetime listappears.

b) Selecttheend time.Thetimeappearsinthe End Date box.
5 Click Apply. The actions for the selected timerange are loaded into the Action Log.
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Viewing application performance status

The Application Performance Monitoring Status page allows you to view the performance

status for the applicationsyou arecurrently monitoring with Application Performance

Monitoring.

To access the Application Performance Monitoring Status page,go to APM > Status.

Application Performance Monitering

Al Applcations (105
: Status: All Applications

¥ Current Status

- 2 S
Warning rent et
nt Skate o
L
e g
L
miisg
1]
rrrrrrr =]
L
Cunentitate [l up
]
By
- W e
shevet By
.- . i
ficrasof
¥ 1 Pl
S U
w  Historical Status
Date range: | Today » | From: | 2/11/2013 0 | 1200 40 ® Te 200213
o

-----

dayh, 10 b and 28

Dsplaying records i - 5 of 10

[ 1045 &M
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Ontheleft of the Status page, the Application tree providesaway to determinethe scope of
the data provided in the right-hand content pane, as well as to provide the status of instances
and components.The tree has aroot that provides information on All Applications monitored
by Application Performance Monitoring. Below this root, thereare four levels:

- - All Applications (2)
- £ Microsott Hyper-v (1) Application type
- & BHpervil)  Profile
-+~ Il B_Hyperv Instance
[ Disk Utilization Using SNMP/Virtual Component
By} Printing (1)
3 ; ATLPrinters_Profile {1)
- . HP_Printer (QA Area)
. prtMarkersuppliesLeve
. pritMarkerstatus

§ Application Type. Groups application profiles, instances,and components by the
type of application (e.g. SQL Server, lIS, Windows 2008 Server).

§ Profile. Groups theinstances and components by the profile used to create the
individualinstance. Where the data points being monitored are differentbetween

two versions of the same application,there may be separate application profiles for
eachversion.

§ Instance. Groups the components usedto monitor the individual data points
described inthe profile.

§ Component. Details each component usedto monitor the datapointsassociated
with the application instance.

The status of the instance or componentis displayed in the Application tree. The following
table describes theicons used to display status:
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Icon Status

Indicates that the instance or componentisin the Up state.

[ | Up
Indicates that the instance or componentisin the Down state.

Acomponentisina Down state if it has exceeded the Down threshold setin the
application profile.

Aninstance isin aDown state if one or more critical component or critical
B Down componentgroupisina Down state.

Indicates that the instance or componentis in the Warning state.

Acomponentisina Warning state if it has exceeded the Warning threshold set
in the application profile.

Aninstance isin aWarning state if one or more components or component
Warning groups are ina Warning state.

BB Maintenance Indicates that the instance or componentisin an Maintenance state.

(/) Indicates that the component has been disabled.

Unknown Indicates that the instance or componentisin Unknown state.

There are two collapsible sections that makeup the content pane of the status page.

The top section, Current Status, provides summary information about applications or
components andalist of the running ActionPolicies. The bottom section, Historical Status,
provides aviewinto the availability, state change, instance and component summary
information, as well as actions and resolved itemsover a defined time period.

= Tip: Click the arrows to the left of asection name to expand or collapse the informationin
that section.

Please note that any reporting and log activity for anyapplication profile or profile type
selected onthe APM Status page includes datafor allcomponents and groupsunder your
selectioninthe navigation tree. This functionality can be limited to improve performance by
accessing the APM Application Settings and clearing the Component and group data check
box.

For flow charts and step-by-stepinformationaboutconfiguring APM, see Getting Started with
APM (on page 3).
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Viewing application status details

The Current Status section of the status page providesinformationaboutthe current state
(Up, Down, Warning, Maintenance, or Unknown) of monitored applicationsand components
as well as the running action policies. The informationin this section is based on any
information provided by Application Performance Monitoringduring the latest poll of the
components making up the instance or instances within the selected scope.

w Current Status

w Application State Summary

- Current State X

Warning - 20 % \

Current State Y Instance Name T | Time in Current State T

4 CurrentState:  Waming

Warning

O days , 0 hr and 40 min

1days, 20 hrand 27
Warming ]
4 CurrentState: ll Up
W up

4 days, O hrand 27 min

\ Up: 0%

3 days, 19 he and 46

min

Hup
=

« (12 *» ® Displaying records 1 - 5 of 10

» Running Action Policies (0)

Thereports available in the Current Statussectionare listed below:

§ Application State Summary. Provides a pie-chart of the percentage of the instances
ofthe selected application or application type that are in a particular state (Up, Down,
Warning, Maintenance,or Unknown), and a grid with each instance in the selected
application grouping, its current state, andamount of time the instance has been in
that state.

§ Component State Summary. Provides a pie-chart of the percentage of the
components in the selected instance have been in a particular state (Up, Down,
Warning, Maintenance,or Unknown) and a grid with each component, its current
state,and amountoftime the component hasbeen in that state.

= Tip:Clickasection of the pie chartrepresenting an individual state to view only itemsin that
state in the grid.

8 Running Action Policies. Provides alist of all of the action policies that have been
configured and assigned to an instance or component.

Thefollowing table describes which reports are available in the Current Status section based
onthescopeselectedin the application tree:

Application State Component State RunningAction
Summary Summary Policies
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YES NO YES
All Applications

YES NO YES
Application Type

NO YES YES
Profile

NO YES YES
Instance

NO NO YES
Component

Application State Summary

The Application State Summary,on the Status tab, provides asummary of the current states
ofthe applications and instances monitored by Application Performance Monitoring.

¥  Current Statas
w  Application Siste Summary

a

Warning 20% ~\ < Clivera Sistn B
a8 Cument State. ¥ Instance bamas T Timein Curent Seate T

# CurremStsbe: - Waining
5 Wiy HE Drirtes (10 Avenl 0 ey, 0 hr emgi 3 min

Warng 1 g, 73 b ard 1L min

Wi dcapn, 3 hr el £ ey
Wi 3dayn, 2 bw and 2 min

L™ Al Deliys, Shredllenin
Daplagng meepids 1. 5ol 10

There are two elements of the Application State Summary:

§ Current State chart - a pie-chart of the percentage of the application instances or
components thatare currentlyin a particular state.

§ Current State grid - agrid with each instance in the selected application grouping,
its current state,and amount of time the instance hasbeen in that state.

166



Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

Based on the scope selected in the Application tree (Application type, Profile, or Instance), the
pie-chart displays the percentage of the monitored instancesor components thatareina

given state. The following table details the value represented by the Current State chart for
each level ofthe Application tree.

Scope Displays:

Percentage of all instances monitored by Application Performance Monitoring
that are ina given state.

All Applications

Percentage of all instances of the selected application type thatare inagiven
Application Type state.

Percentage of all instances created from the selected profile thatare inagiven

Profile state.
Instance Component State Summary reportis visible when Instance is selected.
Component Notavailable.

The Current State grid showsthe currentstate of all of the instances associated with the
selected application, profile or instance.

Y Instance Name Y Timein Current State T

§ Current State. The current state (Up, Down, Warning, Maintenance, Disabled, or
Unknown).

§ Instance Name. The name of the instance.

§ Timein Current State. The amount of time the instance hasbeen in the current
state.
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Scope Displays:

Current state of all instances monitored by Application Performance
All Applications Monitoring.

Application Type Currentstate of all of the instances of the selected application type.

Currentstate of all instances created from the selected profile.

Profile

Component State Summary reportis generated when Instance is selected.
Instance
Component Notavailable.

Grouping andfiltering data

You can group the report by any column. To group the output by a column, draga column
header to the grid header. You can group by more than one criteria by dragging more than
one column header to the grid header. The grid is ordered by all of the groupingsappearing
in the grid header, from left to right. To removea grouping, close the groupingyou want to
remove. Click on thefiltericon T to create a filter on data displayed in the column.

Component State Summary

The Component State Summary, on the Status tab, providesa summary of the current states
of the components monitored by Application Performance Monitoring,based on the
component selected in the Application Tree.
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There are two elements of the Component State Summary, thefirstis the Current State chart,
a pie-chart of the percentage of the componentsthat arecurrently in a particular state, and
the second is the Current State grid, a grid with each componentin the selected instance, its
current state, and amount of time the component hasbeen in that state.

Currant Statur
v Comgenent State Summary

1]
Dows 12 8% -

& Cument State X
Cuirarst Stale T CompanentNemé T | Tirnw in Cument Seis T

4 CuirentSate Bl Dewn
| [ S Pen (433 | | daps, S v and 84 min

1 gy, 33 b ained H4 min
1 dlays, 2wl 14 i

| 1 days, 23 b and & min

Up:ET1E%
L1 [P

1days, Fawwand & min =
wef3lz 34 55 780 4 Cpliying icurdi L -5 f 38

The Component Current State chart is a pie-chart thatdetails the percentage of the
components that are in a given state (Up, Down, Warning, Maintenance, Disabled, or
Unknown). The following table details the value representedby the Current State chart.

Y ComponentMName Y Timein Curent State T:

The Current State grid showsthe currentstate of all of the components associated with the
selected instance.
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§ Current State. The current state (Up, Down, Warning, Maintenance, Disabled, or
Unknown).

Component Name. The name of the component.

Timein Current State. The amount of time the component hasbeen in the current
state.

Grouping andfiltering data

You can group the CurrentState grid report by any column. To group the output by a
column, drag a column header to the grid header.You can group for more than one criteria
by dragging more than one columnheaderto the grid header. The grid is ordered by all of
the groupings appearing in the grid header, fromleft to right. To remove a grouping, close
the grouping you want to remove. Click on thefiltericon T to create afilter on data
displayedin the column.

Running Action Policies

The Running Action Policies report, on the Status tab, providesinformation about action
policies where actions are currently being processed, or are pending processing by the action
system. Thereportprovides information about the instance or component to which the
running action policy is applied, its current state, the mostrecent actionfired as well as the
next action to be fired. An action policy is running when an action is currently being
processed, or when an action is pending.

w Running Action Policies

Acknowledge Selected (7]

: Source Y | State Y | Action Policy Y | Next Action Y | Next Action Time Y

™ | PCMonitor - ATL- Maintenance Companent_Palicy E-mail notificatior 21122013 101PM | [ Aimowiedge =l
RKENNEDY

The following columns are available in the Running Action Policies report:
8 Source. Theinstance or componentwhich has met the criteria associated with the
action

§ State. The current state of the source (Up, Down, Warning, Maintenance, Disabled, or
Unknown).

Action Policy. The name of the Action Policy.
Most Recent Action. The name of the last action that was fired by the Action Policy.

Next Action. The next action in the action policy that is expected if the state of the
source does not change.

§ Start Time.Thetimethattheinitialactionin the action policy fired.
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Select a running policy, then click Acknowledge to acknowledge the event. Acknowledged
policies are listed in the Resolved Items Log (on page 179).

If no policies are currently running, the number zerois displayed in parenthesisnext to the
reporttitle.

Running Action Policies (0)

Viewing historical status

The Historical Status section of the status page provides dataaboutthe availability, state
change, actions, and resolved items during a defined time period.

*  Historical Status
Date rangee: | Toclay w | Froee - 272013 B 12002m @/ Te zman3 M | asam @ 6

w  Hourly Availability
W Sowih @

0 Unkrcwn 8 Down B8 Mainsenance 0 Warrng B Up = SLA

Thereports available in the Historical Status sectionare listed below:

§ HourlyAvailability. Displays the percentage of the application instances or
components that were in each state (Up, Down, Warning, Maintenance, Disabled, or
Unknown) over the defined time period.

§ State Change. Displays the state changes thatthe selected component underwent
during the defined time period. This report is used for componentsthat directly
return their state when polled.

§ Polled Values. Displays polled values from components that return values when
polled. Application Performance Monitoringapplies thresholdsto these values to
determine the stateswhich are shown as state change markers.
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§

Instance Summary. Displays availability information about the instancesassociated
with all applications, a specific application type or profile for the defined time period.

Component Information. Displays current state, availability information for the
defined time period, last polled value and threshold information used to determine
the Warning and Down state for the selected component when Application
Performance Monitoring managesthe component'sstatebased on valuesevaluated
by thresholds defined in Application Performance Monitoring.

State Change Log. Displays a chronologicallog of the changes in state for the
instances in the selected application or profile, or the state of the componentsifa
profileis selected, or the selected component.

Action Log. Displays achronologicallog of allactions that were fired within the
defined time period.

Resolved Actions Log. Displays a chronological log of the Action Policies that were
acknowledged in the Running Action Policies reportduring the defined time period
for all instances or componentsin the selected application, or profile; or for the
selected component, when asingle component is selected.

The following table describes which reports are available in the Historical Status section
based on the scope selected in the application tree:

Componen

Hourly State Instance t State Resolve

Availabilit Chang Summar Componen Informatio Chang Actio dltems

y e y tSummary n elog nlLog Log
All YES NO YES NO NO YES YES YES
Application
S

YES NO YES NO NO YES YES  YES
Application
Type

YES NO YES NO NO YES YES  YES
Profile

YES NO NO YES NO YES YES YES
Instance

NO YES NO NO YES YES YES YES
Component

Toset the date and time range:
1 SettheStartdate.

a) Click the calendaricon (. The calendar appears.

b) Choosethestart date. The date appears in the Start Date box.
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2 SettheStarttime.

a) Click thewatchicon ©. Thetime list appears.

b) Selectthestarttime. Thetimeappearsinthe Start Date box.
3 SettheEnddate.

a) Click the calendaricon [, The calendar appears.

b) Choosetheenddate. The date appearsin the End Date box.
4 SettheEndtime.

a) Click thewatchicon ©. The time list appears.

b) Selecttheend time.Thetimeappearsinthe End Date box.
5 Click Apply. The actions for the selected time range are loaded into the Action Log.

Hourly Availability

The Hourly Availability reportdisplaysthe percentage of the application instancesor
components that were in each state (Up, Down, Warning, Maintenance, Disabled, or
Unknown) over the defined time period. The scope of this report is defined by the scope you
select. The following table describes the informationthat is displayedat each level in the
Application Tree.

v Histerieal Status

Scope Displays:

Percentage of all instances monitored by APM that are in each state over
All Applications the defined time period.

Percentage of instances of the selected application type thatare inagiven
Application Type state

Percentage of all instances created from the selected profile thatare ina
Profile given state.
Instance Component State Summary reportis visible when Instance is selected.
Component Notavailable.

Use thesliders located below the graph to zoom in on a particular time in the defined range.
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Click Show SLAto display the SLA percentage threshold setin the APM Application Settings
(on page 183) as asingle line within the graph.

State Change

The State Change report displays state changes that the selected component underwent
during the defined time period. This report is used for componentsthat directly return their
state when polled. Use the sliders located belowthe graph to zoom in on a particular timein
the defined range.

w Historical Status

Date range: | Yesterday v From:| 2/20/2013 8 | 12:00 AM 27212013 B8 || 12:00 AM O]

®

(=]

¥ State Change
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PolledValues

The Polled Values report is used to display data from components that returnvalues when
polled. These values are then evaluated using thresholds defined in Application Performance
Monitoring which in turn determine the state. The report displays polled values, state change
markers, as well as the average, maximum, and minimum values over the defined time
period. Use thessliders located below the graph to zoom in on a particular time in the defined
range.

w Polled Values

<l

Show State Change Events @

The State Change Log reportis available for componentsthat returna direct indication of
their state when polled.

Instance Summary

The Instance Summaryreport displaysavailabilityinformationabout the instances associated
with all applications, a specific application type, or profile for the defined time period.

w Instance Summary

Drag a column header and drop it here to group by that column

Instance Name T Type T Application T Device T | Availahility (0 days, 17 hrand 2.,

Fite Server PC Monitor HEVCHTER

File Sepver BC Monit DEV-VCENTER

Instance Name. Displays the name of the instance.

Type. Displays the application type.

Application. Displays the application name.

Device. Displays the WhatsUp Gold device to which the instance is associated.

Availability. Displays percentage of time that the instance was in each state (Up,
Down, Warning, Maintenance and Unknown)during the defined time period.

wn W W W W
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§ Running Actions. Displays the number ofactionsthat were in arunning state during
the defined time period.

Grouping andfiltering data

You can group the Instance Summary grid report by any column. To group the output by a
column, drag a column header to the grid header.You can group by more than one criteria
by dragging more than one columnheaderto the grid header. The grid is ordered by all of
the groupings appearing in the grid header, fromleft to right. To remove a grouping, close
the grouping you want to remove.

You can also filter the Instance Summary grid report based on criteria defined usingthefilter
icon ¥ in each column.

Component Summary

The Component Informationreport displays current state, availability information for the
defined time period, last polled value and threshold information used to determine the
Warning and Down state for the selected componentwhen Application Performance
Monitoring manages the component'sstate based on values evaluated by thresholds defined
in Application Performance Monitoring.

w Component Information

Drag a column header and drop it here to greup by that column

§ Current State. Displays the current state (Up, Down, Warning, Maintenance,
Disabled, or Unknown) of the component.

8 Component Name. Displays the name ofthe component.

wn

Availability. Displays percentage oftime that the component was in each state (Up,
Down, Warning, Maintenance and Unknown)during the defined time period.

§ LastPolled Value. Displays the last polled value. This is the current state for
components that return state,and a value for those that returnavalue.

8 Threshold. Displays the Down and Warning threshold settings for componentsfor
which Application Performance Monitoring performsstate evaluations.

Grouping andfiltering data

You can group the Component Information grid report by any column. To group the output
by a column, drag a column header to the grid header. You can group by morethan one
criteria by dragging more thanone column header to the grid header. The grid is ordered by
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all of the groupings appearingin the grid header, from left to right. To remove a grouping,
close the grouping youwant to remove.

State Change Log

The State Change Log, displaysa chronological log of the changes in state for the instances in
the selected application, or profile; or for the selected component, when a single component
is selected.

W State Change Log

Drag a column header and drop it here to group by that column

§ State. Displays the state (Up, Down, Warning, Maintenance, Disabled, or Unknown) to
which theinstance or component entered at the start time.

Source Name. Displays the name of the instance or component.
State Details. Displays details gathered about the state change.
Start Time. Displays the time which the source entered the indicated state.

Grouping andfiltering data

You can group the State Change Logby any column.To group the outputby a column, drag
a column header to the grid header.You can group by more thanone criteria by dragging
more than one column headerto the grid header. The grid is ordered by all of the groupings
appearingin the grid header, from left to right. To remove a grouping, close the grouping
you wanttoremove.

You can also filter the State Change Log based on criteriadefined using thefiltericon T in
each column.

The Polled Values reportis used to display data from components that returnvalues when
polled to which Application Performance Monitoringapplies thresholds to determine the
state.

Tofilter the report:

1 Click thefiltericon T inthe column containing the value on which you want to filter.
Thefilter creation dialog appears.

2 Select thefilter operation you wantto useto create the filter criteria.

Enter the value you want the filter operation to use to createthe filter criteria.

4 Click Filter to apply the filter to the entriesinthe report.

w
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If no state changes have taken place, the numberzerois displayed in parenthesisnext to the
report title.

W State Change Log {0)

Action Log

The Action Log displays a chronological log of the actions associated with allinstances or
components in the selected application,or profile; or for the selected component, when a
singlecomponentis selected.

w Action Log
Drag a column header and drop it here to group by that column L7} :
State Y| SouceName ¥ ActionPoicy T ActionName T | ActivtyType Y| Detais T | pate~ 1l
B Maintenance | PC Monitor - ATL- Component_Policy  E-mail notificatian Execution finished Action execution finished successfully, SMTP message | 2/11/2013 ?:?&d
RKENNEDY successfully sent successiully, M
M Maintenance | PC Manitor = ATL- Component Policy  E-mail notification Starting execution Starting execution. 271172013 72¢
RKENNEDY M
M Maintenance = PC Monitor - ATL- Companent_Policy  E-mail notificati ! for ot 271142013 7:28:01 PM. 271172013 7:2¢
REENNEDY PM
4 ]
£ | w4 1[0 =fr Displaying items 1 - 3 of 3. |

§ State. Displays the state (Up, Down, Warning, Maintenance, Disabled, or Unknown)
which the instance or component was in when the Action was executed.

§ Source Name. Displays the name of the instance or component thattriggered the
action.

Action Policy. Displays the name of the action policy which contains the action.
Action Name. Displays the name of the action.

Activity Type. Displays the activity type that describes the state of the action policy
atthetime of the state change.

§ Details. Displays the details gathered by Application Performance Monitoringabout
theaction.

§ Date. Displays the date and time that the action was executed.

Grouping andfiltering data

You can group the Action Log report by any column. To group the output by acolumn, drag
a column header to the grid header.You can groupby more thanone criteria by dragging

178



Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

more than one column headerto the grid header. The grid is orderedby all of the groupings

appearing inthe grid header, from left to right. To remove a grouping, close the grouping
you want to remove.

You can also filter the Action Log report based on criteria defined usingthe filtericon ¥ in
each column.

Tofilter the report:

1 Click thefiltericon T inthe column containing the value on which you want to filter.
Thefilter creation dialog appears.

2 Selectthefilter operation youwantto use to create the filter criteria.

3 Enterthevalue youwant thefilter operation to use to createthefilter criteria.

If no actions have been fired for policy, instance, or component, the number zero is displayed
in parenthesisnext to thereporttitle.

-

1 Click Filter to apply thefilter to the entries in the report.

Resolved Actions Log

TheResolved Items Log displaysa chronological log of the Action Policies that were
acknowledged in the Running Action Policies reportduring the defined time periodfor all

instances or componentsin the selected application, or profile; or for the selected
component, when asingle component is selected.

w Resolved Items Log

Drag a column header and drop it here to graup by that column e

State T | Source Name Y | Action Palicy Y | UserName Y Detais  f I Time of Rgsaluﬁr‘l

W Dovn PC Monitor - ATL- Component_Policy admin Acknowledged by RK. 1272013111 =
RKENNEDY PM

Q! o] :10 ML Displaying items 1-1of 1

§ State. Displays the state (Up, Down, Warning, Maintenance, Disabled, or Unknown)
which the instance or component was in when the Action Policy was Acknowledged.
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§ Source Name. Displays the name of the instance or component thattriggered the
action.

§ Action Policy. Displays the name of the Action Policy which was Acknowledged in
the Running Action Policies report.

8 User Name. Displays the name ofthe user who acknowledged the ActionPolicy in
the Running Action Policies report.

§ Details. Displays the details entered by the user to describe the reasonfor
Acknowledging the Action Policy.

§ Timeof Resolution. Displays the date and time that the user acknowledged the
Action Policy.

Grouping andfiltering data

You can group the Resolved ItemsLog report by any column. To group the output by a
column, drag a column header to the grid header.You can group by more than one criteria
by dragging more than one columnheaderto the grid header. The grid is ordered by all of
the groupings appearing in the grid header, fromleft to right. To remove a grouping, close
the grouping you want to remove.

You can also filter the Resolved Items log based on criteria defined using the filtericon T to
in each column.

Tofilter the report:

1 Click thefiltericon T inthe column containing the value on which you want to filter.
Thefilter creation dialog appears.

2 Selectthefilter operation you wantto use to create thefilter criteria.

3 Enterthevalueyouwantthe filter operation to use to createthefilter criteria.

4  Click Filter to apply thefilter to the entries in the report.

If no policies that have run for the policy, instance, orcomponent have been acknowledged,
the number zero is displayed in parenthesis next to the report title.

W Resolved Items Log (0)

Drag a column header and drop it here to group by that column 2]
State Y| soureName Y |AcionPoiey Y| UserName Y| Detais Y | Time of Resolut®r
No records to display. E
&r| L] Em b Wmm_ulpdﬂ
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About the APM: State Summary Dashboard Report

The State Summary dashboard report displays a pie chart depicting the application state ofa
selected application profile type, application profile, or application instance.

APM - State Summary Menu

Source : All Applications

Maintenance - 2 % \

‘ /DOM!Z]%

Wamning - 77 % /

Toconfigure the State Summary dashboard report:

1 Fromthe State Summarydashboard report,click Menu > Configure. A Configure Menu
dialog appears.

2 Click browse(...) to launch a dialog showing the APM navigationtree.

3 Selectan application profile type, application profile, or applicationinstance for display
in the dashboardreport.

@ Important: Summary data for any profile type, application profile, or application instance
selectedincludes data for all components and groups under your selection in the navigation
tree.

4  Click OK.

5 (Optional) Modify the Report name, Width, and/or Height of the dashboard report
using the applicable boxes.
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6 Click OK.

About the APM: Application Event Log Dashboard
Report

The Application Event Log dashboard report displays state change, action activityand action
resolution information for a selected application profile type, application profile, or
applicationinstance.

APM - Application Event Log Menu

Source : All Applications
Log Type - Stale Change, Action Activity, Resolved Action

Date Source Name Details
27013 125PM HP_Printer (QA Area) h
HP_Printer (QA Area) - priMarkesS
HP_Printer (QA Area)

HP_Printer (QA Area)  priMarkers
HP_Printer (QA Area)

HP_Printer (QA Area) : priMarkerS
HP_Frinter (QA Area)

1 HP_Printer (QA Area)  priMarkers
31:00 PM HP_Printer (QA Area)

31:00 PM HP_Printer (QA Area) - priMarkesS
31240 PM HP_Printer {QA Area)

31240 PM HP_Printer (QA Area) . priMarkerS
272013 1235 PM HP_Frinter (C1& Area)

2TR013 12:35 PM HP_Printer (4 Area) - priMarkers

272013 1230 PM HP_Printer (QA Area)
2013 12:30 PM HP_Printer (QA Area) . priMarkerS Changed state

1o Up. Details - Com

312:25PM  HP_Printer (QA Area) Changed &

201312:25PM  HP_Printer (QA Area) - priMarkerS Cnanged s

2720131220 PM  HP_Printer (QA Area) Changed 5 i
2720131220 PM HP_Printer (QA Area) © pritarkerS Changed stale to Waming. Details

To configure the Application Event Log dashboard report:

1

2
3

Fromthe Application Event Logdashboard report, click Menu > Configure. A Configure
Menu dialog appears.

Click browse (...) to launch a dialog showing the APM navigationtree.

Select an application profile type, application profile, or applicationinstance for display
in the dashboardreport.

@ Important: Summary data for any profile type, application profile, or application instance

selectedincludes data for all components and groups under your selection in the navigation
tree.

Click OK.

(Optional) Modify the Report name, Select Max items, Width, and/or Height of the
dashboard reportusing the applicable boxes.

(Optional)Enable/Disable the Event Log Types to be displayed within the dashboard
report by clicking the applicable check boxes. Options are State Change, Action
Activity, and Resolved Action.

(Optional) Click the Show Source Type Column check box to display the source ofthe
state change or action for yourselection within the dashboard report.

Click OK.
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Configuring APM application settings

The Application Performance Monitoring Application Settings page allows you to configure
application states, set APM-specific data retentionschedules, and configure report and log
data.

Toaccess Application Performance Monitoring Application Settings:

1 Click the Application Settingsicon E] in the upper-rightcornerof the page and click
Application Settings. The Application Settings interface appears.

2 Click Application Performance Management under Application Settings.

You can configure APM to report certain applicationstates as either Up or Down. These states
are:

§ Warning
§ Maintenance

§ Unknown

The default setting for all threeis Up.

To modify how SLA-related reports are displayed:

1 Determinethereportingstate(s) youwantto change.
2 Select Up or Downfrom thelistto the right of each state.

3 Click Save. Applications in the applicable state are now reportedas either Up or Down
depending onyour selection.

As areference, you caninclude an SLA threshold.This threshold is displayedas a single dark
line on the Historical Status Charton the APM status page.

Toinclude an SLA reference threshold:

Enter anumerical value for the threshold percentage. The default value is zero (0) percent.

183



Application Performance Monitoring forWhatsUp Goldv16.2 User Guide

You can also configure APM to retain multiple data typesfor a specific duration. Thesedata
typesare:

Hourly

Raw

Action log
Resolved Itemslog

w W W W W

State changelog
The default setting for allthree is 90 days.

To modify data retention schedules:

1 Determineone or more datatypesfor which you want to change the duration of
retention.

2 Enterthe number of days in the data entry boxes to the rightof each applicable data
type.

3 Click Save.

Toconfigure what informationis included in APM log and report data:

1 Click Component and group data to include datain parent statuslogs. This means
component and group data is included for allapplication profiles selected on the APM
status page. This optionis enabled by default. Clearing this option mayimprove the
performance of the APM statuspage.

2 Click Disabled Non-Critical Components to have the application tree and charts on
the APM Status page include disabled, non-critical components. Note thatdisabled

components that are markedcriticalare included in the application tree and charts
regardless of this setting.
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For more information and updates

Thefollowing are information resourcesfor ApplicationPerformance Monitoring. This
information may be periodically updated andavailable on the WhatsUp Gold website.

§

Release Notes. Therelease notes provide an overview of changes, known issues, and
bug fixes for the currentrelease. The release notesare available on the WhatsUp Gold
web site (http://www.whatsupgold.com/WUG161releasenotes).

Application Help. The console help contains dialog assistance, general configuration
information, how-to'sthat explain howto use Application Performance Monitoring's
features. The Table of Contents is organized by functional area, and can be accessed

by clicking the Application Settings icon E'J in the upper-rightcornerofthe page and
clicking Help, and by clicking Help in Application Performance Monitoringdialogs.

WUGSpace community. WUGspace is a WhatsUp Gold IT community centered
around valuable technical contentfor network engineers, IT managers, Architects,
and System Administrators. Visit the community for additional product information
and help, learn from other users, submit product ideas, and more. Visit the WhatsUp
Gold forum on the WUGspace community site
(http://www.whatsupgold.com/wugspace).

Additional WhatsUp Gold resources. For alist of currentand previous guidesand
help available for WhatsUp Gold products,see the WhatsUp Gold web site
(http://www.whatsupgold.com/support/guides.aspx).

Licensing Information. Licensing and supportinformation is available on the
WhatsUp Customer Portal (http://www.whatsupgold.com/wugCustPortal). The web
portal provides enhanced web-based capabilitiesto view and manage Ipswitch
product licenses.

Technical Support. Use the WhatsUp Gold SupportSite for a variety of WhatsUp
Gold product help resources.From hereyou can view product documentation, search
Knowledge Base articles, access the community site for help from other users, and get
other Technical Supportinformation. The SupportSite is available on the WhatsUp
Gold website (http://www.whatsupgold.com/support/index.aspx).
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